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EXECUTIVE SUMMARY

On 15 December 2020, the European Commission (EC) published a proposal for a Digital Markets Act (DMA), introducing a series of rules for platforms acting as “gatekeepers” in the digital sector. BEREC strongly supports the EC’s ambition to create contestable and fair markets in the digital sector for the benefit of European citizens and businesses.

While providing innovative services benefiting a large number of users, some digital platforms have been increasingly acting as gatekeepers for business and end-users\(^1\), and thereby as gateways to an overarching variety of goods, services and information, as well as to inputs and assets which are essential for the digital markets to thrive. An *ex ante* asymmetric regulatory intervention towards these digital gatekeepers is necessary to ensure that competition and innovation are encouraged, that end-users’ interests are protected and that the digital environment is open and competitive.

As for the *scope*, the DMA proposal includes number-independent interpersonal communication services (NI-ICS) under the Core Platform Services (CPSs) subject to regulation. Being an electronic communication service (ECS), NI-ICS are also regulated under the European Electronic Communications Code (EECC)\(^2\) with the aim of promoting competition in the provision of electronic communications networks and services, connectivity in the electronic communications sector, developing the internal market, as well as promoting the interest of European citizens. BEREC sees the EECC and the DMA as principally complementary tools pursuing complementary objectives. In order to ensure this complementarity and avoid potential overlaps, BEREC considers that the provision of electronic communications networks and services should be addressed giving priority to the measures within the existing regulatory framework (i.e. EECC) when applicable, and that a cooperation mechanism should be implemented among the EC (as future EU DMA regulator) and BEREC, the NRAs and/or the DMA Advisory Board proposed by BEREC.\(^3\)

Concerning the DMA enforcement, for any regulatory intervention to truly reach its objectives, appropriate regulatory measures and enforcement procedures are key. In this report, BEREC puts forward a number of proposals for a swift, effective and future-proof regulatory intervention towards digital gatekeepers.

First of all, BEREC believes that sound knowledge and detailed understanding of the business models and technicalities of the sector(s) need to be built. This is even more true in highly-

---

1 For the purposes of this report, BEREC is following the definition in the DMA. “End-user” means any natural or legal person using core platform services other than as a business user (Article 2(16)) and “Business user” means any natural or legal person acting in a commercial or professional capacity using core platform services for the purpose of or in the course of providing goods or services to end-users (Article 2(17)). When using “users” hereafter, BEREC refers to both end-users and business users. Please note that this definition of “end-user” differs from the one in Article 2 (14) of the EECC where “end-user” means a user not providing public electronic communications networks or publicly available electronic communications services.


technical and fast-evolving sectors with significant information asymmetries. Along with strong information gathering mechanisms, a continuous, *structured* regulatory dialogue, public consultations and repeated interactions will have to be created with all kinds of relevant potential stakeholders (such as business users, potential competitors, consumers associations, civil society), and not only with the concerned gatekeepers, as it is currently mentioned in the DMA proposal. A structured regulatory dialogue will be crucial to design and enforce an effective intervention and reduce litigation.

As for the regulatory measures, BEREC welcomes the framework of the obligations in Articles 5 and 6 of the DMA proposal which are valuable to address certain concerns, as they address some problematic behaviours and create a clear and common understanding of the gatekeeper’s practices which are considered to be detrimental. To ensure regulatory certainty and predictability, BEREC believes that the scope of the application of the obligations in Articles 5 and 6 could be further clarified and proposes to detail i) obligations which directly apply to all gatekeepers across all CPSs, without any adaptation and ii) obligations only applying to gatekeeper(s) in a particular CPS and adapted to its specificities.

Moreover, while these direct obligations are necessary, digital environments evolve quickly, and new concerns are likely to arise at the same pace. In order to correctly address them, additional powers in the design of the regulatory measures are needed to ensure that the DMA is effective and future-proof. Thus, BEREC proposes to complement the current DMA framework of obligations with additional powers allowing the EC as the DMA enforcer to impose remedies which would be designed and tailored to be more effective and to address the identified concerns in a proportionate manner. The list of remedies at the regulator’s disposal, as well as clear *ex ante* principles, would be formalised in the law and imposed with the purpose of reaching the objectives of the Regulation, similarly to the ECS *ex ante* regulatory framework under the EECC. The EC as the DMA enforcer would use these powers i) when there is a risk that harmful behaviours are not (effectively) addressed by the obligations in Articles 5 and 6 of the DMA proposal and ii) for more technical remedies – such as horizontal interoperability and access to key inputs/assets – which require proportionality considerations and where their effectiveness is highly dependent on the correct design of the intervention. Such an approach would allow the EC to address unforeseen practices, newly emerging issues and, more generally, issues which may not be effectively addressed by the current obligations.

BEREC believes that this approach complementing the current DMA obligations is particularly valuable to swiftly intervene in case of unforeseen practices, newly emerging issues and, more generally, issues which may not be effectively addressed by other direct obligations. Moreover, for more technical regulatory measures, BEREC believes that it is key that the intervention is appropriately tailored in order to be proportionate and, most importantly, effective. One might argue that (directly-applicable) obligations all across the board might be a faster tool. However, BEREC would like to stress that the benefits of the regulatory intervention are not only a matter of applying measures fast, but essentially about making sure that they are quickly *effective* in reaching the given objectives.

---

4 Sex box 1 under chapter 7 for further details on interoperability measures
In order to reach the EC’s objective of creating fair and contestable digital markets, BEREC believes that the regulatory measures in the DMA should be reinforced, extended or added to both rebalance the relationships of the gatekeeper with its business users and end-users, as well as to facilitate the potential for competitors to enter a CPS and/or expand over several CPSs. Contestability is a key objective for the medium and long term, and remedies aimed to lower barriers to entry and foster inter-platform competition in the different CPSs should be strengthened.

BEREC agrees with the EC’s stance that it is important to safeguard the right of business users to raise concerns with any relevant administrative or other public authorities about unfair behaviour by gatekeepers. This highlights the importance and need of including dispute resolution mechanisms in the DMA proposal. Experience in the electronic communications sector has proven that such mechanisms are key to quickly solve grievances among operators. Such experience can provide valuable insights for the establishment of similar mechanisms in the DMA, including disputes affecting more than one Member State, as well as providing sound national expertise on which the EC as the DMA enforcer can rely on.

Furthermore, while supporting a regulatory intervention at the EU level when it comes to digital gatekeepers, BEREC agrees with the EC that close cooperation with and between the competent independent authorities of the Member States will be crucial. Implementing the regulation involves a wide variety of tasks, which require both sound expertise and appropriate resources. BEREC considers that the EC as the DMA enforcer should rely on the valuable experience from National Independent Authorities (NIAs)\(^5\), in particular National Regulatory Authorities (NRAs), for tasks such as e.g. i) gathering of relevant national data (especially from national business users or end-users), ii) continuous monitoring of national markets and of compliance with the regulatory measures, iii) providing an information and complaints desk, iv) dispute resolution for many cases. To coordinate and harmonise the national support of the NIAs, BEREC believes that an Advisory Board of NIAs should be set up. This Board would support the EC as the DMA enforcer with the tasks listed above and provide technical expertise and guidance, thus contributing to an effective enforcement of the regulation for the benefit of businesses, consumers and society at large.

Finally, BEREC would like to point out that even if contestability and fairness are paramount objectives of EU-level regulation towards gatekeepers, they do not address all challenges that users might encounter in the digital world. BEREC believes that ensuring an open provision and access to information and digital services offered or intermediated by the digital platforms is also crucial.

Under the Open Internet Regulation\(^6\), BEREC members must ensure that the (access to the) Internet provided by electronic communications operators remains open, i.e. that end-users

\(^5\) National Independent authorities refer to national bodies that are involved on ex ante or ex post regulation in relation to issues addressed in the DMA, such as national regulatory authorities for electronic communications, data protection authorities, competition authorities, consumer protection authorities and so on.

(as defined in the EECC\textsuperscript{7}) can access and distribute information and content, as well as use and provide applications and services of their choice. While such regulatory intervention is focused on the network layer, digital platforms are nowadays predominantly active on the application layers and are able to restrict the access to specific applications, services, information or content on other levels of the value chain. Thus, BEREC believes that the regulatory action on specific digital platforms should also ensure that the digital environments are open and develop as an engine of innovation, that users are sufficiently empowered and that their ability to access and/or provide content and applications is not hampered on the application layers where these digital platforms operate. Furthermore, any approach to Open Internet should be coherent across the value chain, avoid any uneven playing field and ensure that the standard of protection established under Open Internet Regulation at the network layer is not lowered when addressing emerging threats.

Considering the relevance of Internet openness, BEREC is currently working on this issue\textsuperscript{8}, analysing the whole Internet ecosystem\textsuperscript{9}, including the upper layers, not covered as of today by the Open Internet Regulation. One of the aims of this work is to detect potential bottlenecks and services (some of which are core platform services) where there are potential or actual risks of undue restrictions for any actor to access/provide content and applications.

\textsuperscript{7} See footnote 1
\textsuperscript{8} See BEREC Work-programme 2021 (BoR (20) 163) page 17. 
\textsuperscript{9} For the purposes of the “Report on the Internet Ecosystem”, an internet ecosystem is defined as the complete internet value chain including all links and elements (e.g. devices, internet access service and applications) and the technical and economic interactions between them. Unlike the definition of platform ecosystems in section 6.3 of the current report, the internet ecosystem refers to all related links, elements and services independently of ownership.
# 1. OVERVIEW OF BERECC’S PROPOSALS FOR THE EX ANTE REGULATION OF DIGITAL GATEKEEPERS

<table>
<thead>
<tr>
<th>Objectives</th>
<th>For contestable and fair digital markets: reinforce some regulatory measures → See Chapter 7</th>
</tr>
</thead>
<tbody>
<tr>
<td>Additional objective: digital environment must be open, users sufficiently empowered and their ability to access and/or provide content and applications not hampered even beyond the network layer → See Chapter 4</td>
<td></td>
</tr>
<tr>
<td>NI-ICS: For ECN/ECS, priority to EECC provisions. To be addressed by the DMA for issues not in the EECC. Cooperation mechanism needed among the EC, BERECC, the NRAs and/or the DMA Advisory Board. → See Chapter 5 &amp; BERECC report on DMA &amp; EECC provisions on NI-ICS</td>
<td></td>
</tr>
<tr>
<td>Ecosystem aspect: Should be considered when designating gatekeepers (non-cumulative criterion) and designing the corresponding regulatory measures → See Chapter 6 &amp; Table 1</td>
<td></td>
</tr>
<tr>
<td>Produce guidelines for gatekeeper designation under Article 3(6) → See Chapter 6</td>
<td></td>
</tr>
<tr>
<td>Implement a structured participation of all types of stakeholders → See Chapter 8</td>
<td></td>
</tr>
<tr>
<td>For more clarity, distinguish between obligations which i) would apply to all CPSs and ii) would only apply to specific CPSs.</td>
<td></td>
</tr>
<tr>
<td>Article 5(c): Gatekeeping OSs must refrain from imposing technical and commercial restrictions limiting access to key device functionalities.</td>
<td></td>
</tr>
<tr>
<td>Articles 6(1)(c) &amp; 6(1)(f): • Vertical interoperability to be extended to all relevant CPSs. • Horizontal interoperability to be imposed on certain CPSs for GK’s key services and functionalities needed to provide competing services (not only ancillary services) (as a tailored remedy). • For unjustified denial of access, obligations to access the platform/its functionalities when needed to conduct business to be extended to all relevant CPSs (not only OSs).</td>
<td></td>
</tr>
<tr>
<td>Article 6(1)(d): • Prohibit default settings favouring gatekeeper’s services on some CPSs. • Obligations on ranking extended to all CPSs where ranking occurs.</td>
<td></td>
</tr>
<tr>
<td>Article 6(1)(k): • Fair and non-discriminatory conditions applied across all CPSs (not only to software application store). • Add reference to “end-users”.</td>
<td></td>
</tr>
<tr>
<td>Impact of tying and bundling to be more extensively considered: tying prohibited per se, bundling potentially after an assessment.</td>
<td></td>
</tr>
<tr>
<td>A new article should give additional powers to the EC to tailor remedies</td>
<td></td>
</tr>
<tr>
<td>i) when there is a risk that harmful behaviours are not (effectively) addressed by the obligations in Articles 5 &amp; 6 of the DMA proposal, and</td>
<td></td>
</tr>
<tr>
<td>ii) for more technical remedies (e.g. horizontal interoperability and access to key inputs/assets) which require proportionality considerations and where their effectiveness is highly dependent on the correct design of the intervention.</td>
<td></td>
</tr>
<tr>
<td>Directly address some issues affecting end-users even when business users and/or potential competitors are not concerned by the gatekeeper’s practices → See Chapter 7</td>
<td></td>
</tr>
<tr>
<td>Set up a dispute resolution mechanism to minimise negative effects on competition and innovation → See Chapter 8 &amp; Annex II for the experience in the ECS sector</td>
<td></td>
</tr>
<tr>
<td>Create a technical and independent Advisory Board composed of national independent authorities from different sectors to complement the DMAC. It would • harmonise national support to the EC for i) gathering of relevant data (from gatekeepers and national business users or end-users), ii) continuous monitoring of national markets and of compliance, iii) providing an information and complaints desk, iv) dispute resolution for many cases; and • be a body for reflection, debate and advice to the EC, EP and the Council at their request or on its own initiative. → See Chapter 9</td>
<td></td>
</tr>
</tbody>
</table>
2. INTRODUCTION

Digital platforms have increasingly become a key tool to support the EU economy, as well as social interaction and participation by citizens. BEREC acknowledges the benefits brought by these platforms in terms of innovation, consumer choice and a wide range of efficiencies by reducing transaction, search and distribution costs for all actors involved in markets intermediated by these digital platforms. Nevertheless, BEREC also recognises the challenges and concerns raised by the entrenched intermediation power of some large digital platforms acting as gatekeepers in the provision/intermediation of a relevant number of content, goods and services.

Accordingly, BEREC welcomes the \textit{ex ante} intervention proposed by the EC in the DMA published on 15 December 2020. This proposal is very timely and addresses the main concerns raised by digital gatekeepers.

This BEREC report builds on previous work done in the past few years, among which BEREC Response to the EC public consultations on the Digital Services Act (DSA) Package and the New Competition Tool (NCT)\textsuperscript{10}\textsuperscript{11}. It provides an initial analysis of the DMA proposal and puts forward some proposals to make the regulatory intervention towards digital gatekeepers more effective and fit for purpose.

BEREC’s feedback relies on its two-decade experience on the application of \textit{ex ante} regulation for opening the former monopolistic electronic communications markets to competition, while protecting end-users’ right and ensuring openness at the network layer. Given the successful achievement of the objectives through its regulatory intervention, BEREC considers that such experience can be very valuable for the design, implementation and enforcement of the DMA.

In general, BEREC considers that the DMA proposal is a very good starting point for the design of the regulatory framework for digital gatekeepers. Many of the main proposals previously raised by BEREC are present in the current DMA proposal, such as the definition of certain services and products as a scope for intervention (e.g., “Core platform services” in the DMA corresponds with the “Areas of Business” in the BEREC proposal); an \textit{ex ante} approach of the regulatory intervention; the quantitative thresholds to quickly designate gatekeepers combined with qualitative identification where needed; and the need for at least a set of directly-applicable obligations for a swift intervention.

This being said, BEREC believes that the DMA would benefit from the improvements proposed in this report which are aimed at making the regulatory intervention swifter, more effective and more future-proof. Along with this report, BEREC is proactively engaging with the EU institutions to help to further improve the DMA proposal.

The report is organised as follows: Chapter 1 gives a complete overview of BEREC’s proposals in this report. Chapter 3 presents the previous work done by BEREC and NRAs in the field of digital platforms. Chapter 4 analyses the objectives that should be considered by the DMA. The scope of the regulatory intervention (CPSs and designation of digital gatekeepers) is


\textsuperscript{11} See Chapter 3 for other reports
addressed in Chapters 5 and 6, and Chapter 7 presents the regulatory measures which should be implemented to reach the given objectives. Chapter 8 presents the key points to ensure that the enforcement will be effective and how dispute resolution mechanisms would work, and Chapter 9 complements it by identifying a series of tasks in which the EU regulator would be more efficiently supported by national independent authorities. Chapter 10 draws conclusions on the previous chapters and Chapter 11 focuses on BEREC future work on digital environments. Finally, this report also contains three annexes focused on BEREC experience on different topics addressed in previous chapters: Annex I on tailoring remedies for an effective enforcement and regulatory dialogue, Annex II on dispute resolution mechanisms in the ECS sector, and Annex III on the ex ante regulatory framework which inspired BEREC’s proposals on the DMA.

A first draft of this report was opened to public consultation from 16 March to 4 May 2021. BEREC also organised two public workshops with stakeholders to gather their views and test and enrich its own proposals. The first workshop was organised on 28 April 2021 and focused on market entry12, while the second one was organised on 18 May 2021 and focused on how to better include and integrate end-users in the DMA13.

The public consultation was particularly helpful. Stakeholders strongly supported most of BEREC’s proposals, and confirmed the legitimacy and the relevance of BEREC’s stance on these issues. In particular, most participants strongly supported the need to implement and enforce an effective asymmetric ex ante regulatory framework in order to tackle the economic and societal issues raised by gatekeepers. The public consultation also allowed BEREC to enrich and clarify its contribution, for instance concerning the regulatory measures and the involvement of all types of stakeholders in the regulatory process.

This final report incorporates all the input and suggestions for improvement provided by stakeholders, as well as BEREC additional reports and proposals on the DMA published in June 2021.14

BEREC has also published a report on the outcome of the public consultation on the draft for the present report summarising stakeholders’ views and BEREC reactions to the proposals made by stakeholders.15

---

14 BoR (21) 85, BoR (21) 93 and BoR (21) 94
3. PREVIOUS WORK DONE BY BERECE ON DIGITAL ENVIRONMENTS

Digital platforms are not new to BERECE, but have already been in its regulatory focus in the last years. There are several reasons for the interest of BERECE on digital platforms. First, they are a key part of the Internet value chain, as user experience when accessing Internet is conditioned not only by ECSs, but also by digital platforms acting as gateway for users to content and applications. Second, it is part of BERECE and its member NRAs’ missions to ensure that digital platforms are well-supported by electronic communications networks. Thirdly, some candidates for CPSs in the proposal, such as NI-ICS, are already regulated under the EECC. Lastly, BERECE considers that its solid and successful experience in encouraging market entry in the ECS sector, addressing structural and societal issues, and applying a complex and broad regulatory framework in a coordinated way across the EU, can be very valuable in the context of digital platforms regulation.

As for the work done on digital platforms, BERECE published in 2018, after a public consultation, a “Report on impact of premium content on ECS markets and the effect of devices on the open use of the Internet”16, where BERECE addressed issues on barriers to entry on operating systems, app stores and other parts of the Internet value chain.

BEREC also published in 2019 a “Report on the data economy”17 (also after a public consultation), where BERECE analysed economic properties of the data economy, its regulation and set a taxonomy of data in the context of the digital sector. Relevant aspects of ECS as a key supporting infrastructure for the data economy, as well as the impact of data economy on ECS competition are analysed in the report. BERECE also developed on the use of data analytics in NRAs activities.

In 2020, BERECE published its response to the EC public consultations on the DSA Package and the NCT, providing its views on both proposals, and focusing on the questions on which its experience and expertise could be particularly relevant (now, the DMA).18 Lastly, BERECE has also worked and is working on number-independent interpersonal communication services (NI-ICS) and published a Report on OTT services19, a preliminary report on the harmonised

collection of data from OTT operators\textsuperscript{20} and a report on the harmonised definitions for indicators regarding OTT services, relevant to electronic communications markets.\textsuperscript{21}

BEREC member NRAs have also prepared relevant reports on digital platforms, such as the ACM market study into mobile app stores\textsuperscript{22}, the interim report by AGCOM in the context of the joint inquiry on Big Data issue by the Italian Competition, Data Protection and Communication Authorities\textsuperscript{23} and the final Big Data Inquiry and its policy conclusions\textsuperscript{24}, the report by Arcep on “Devices, the weak link in achieving an open Internet”\textsuperscript{25}, where app stores and other core platform services such as operating systems are also addressed, and the RTR reports “The Open Internet: OS, Apps and App Stores”\textsuperscript{26} and “Monitoring of digital communications platforms and gatekeepers of the open internet”\textsuperscript{27}. In addition, BNetzA has also recently published the interim result of the public consultation on business customers’ experiences with marketing and sales activities via digital platforms in Germany\textsuperscript{28}. Same as BEREC, many NRAs have also provided their views for the EC public consultations on the DSA Package and the NCT\textsuperscript{29}.

Moreover, BEREC commissioned a comprehensive empirical study on consumer behaviour towards digital platforms as a means for communication, based on a survey at EU level to better understand the issues in relation to consumer attitudes towards these platforms, such as multi-homing dynamics, that was published in June 2021.\textsuperscript{30}

\begin{itemize}
\item \textsuperscript{20} BoR (19) 244. See https://berec.europa.eu/eng/document_register/subject_matter/berec/reports/8909-berec-preliminary-report-on-the-harmonisation-of-data-from-both-authorised-undertakings-and-ott-operators
\item \textsuperscript{21} BoR (21) 127. See https://berec.europa.eu/eng/document_register/subject_matter/berec/reports/10041-berec-report-on-harmonised-definitions-for-indicators-regarding-over-the-top-services-relevant-to-electronic-communications-markets
\item \textsuperscript{22} ACM (2019) “Market study into mobile app stores”. https://www.acm.nl/sites/default/files/documents/market-study-into-mobile-app-stores.pdf
\item \textsuperscript{27} RTR (2020) “Monitoring of digital communications platforms and gatekeepers of the open internet”, https://www.rtr.at/TKP/aktuelles/publikationen/publikationen/plattformen-monitoring-methoden.en.html
\item \textsuperscript{28} BNetzA (2020) “Interim results – public consultation on digital platforms”, www.bundesnetzagentur.de/digitalisierung-consultation
\end{itemize}
The interplay between the DMA and the EECC concerning NI-ICS was also the subject of a report published in June 2021.\(^{31}\)

In the same vein, and with the aim to further contribute to the debate on the DMA, BEREC published two short papers detailing its proposals to improve the DMA on the following issues: remedies tailored and structured dialogue with the stakeholders\(^{32}\), as well as on the set-up of an Advisory Board in the DMA.\(^{33}\)

In the second quarter of 2021, BEREC organised two public workshops in relation to the DMA where speakers from the European Parliament and the EC, and key stakeholders and academics were invited to share their views concerning market entry\(^{34}\) (28 April 2021) and the empowerment of end-users in the context of the DMA (18 May 2021).\(^{35}\)

BEREC is also working on the analysis of the whole Internet ecosystem, to get a comprehensive view on the interrelation of the different layers, from networks to digital platforms and any other element of the complete ecosystem, in order to identify the main potential bottlenecks, and assess how user experience is configured by the different parts of this Internet ecosystem. This work will be enriched by workshops involving the main actors and stakeholders, and subject to a public consultation with the aim of publishing a report at the beginning of 2022.\(^{36}\)

Finally, over the next years BEREC will work on the different topics described in Chapter 11, with the aim of deepening the analysis on several issues that are addressed in this report. Depending on the evolution of the debate on the DMA proposal, the responses on the public consultation and the interest of different institutions and stakeholders on each topic, BEREC will further develop topical issues in future reports.

---


4. OBJECTIVES OF THE REGULATORY INTERVENTION

As expressed by BEREC in its response to the EC public consultations on the DSA Package and the NCT, regulatory action on digital markets should focus on the following main issues:

1. Ensuring contestability in the digital sector by promoting competition among digital platforms (inter-platform competition),
2. Ensuring fairness for business users depending on gatekeepers for providing their products and services (intra-platform competition),
3. Protecting end-users from potential concerns arising from the gatekeeping power of digital platforms, including the promotion of open digital environments beyond the network layer and access services supplied by Internet service providers.

These objectives inter-relate and, as shown in the application of the EECC for ECSs, addressing each of them has a positive impact on the others. This is typically the case for competition-enhancing regulatory measures that allow for empowering consumers and protecting their interests. This allows for regulatory intervention addressing different issues at the same time, but also calls for a careful assessment of the side-effects of measures aimed at one of the objectives.

Reaching several objectives within the same regulatory framework is not new: for instance, the *ex ante* electronic communications regulation aims at creating the conditions for sustainable and effective competition, but also at promoting connectivity, strengthening the internal market, fostering efficient investments, ensuring that the internet remains open, protecting end-users’ rights, and empowering consumers and citizens. BEREC believes that the DMA should also reconcile and reach the various objectives in a coherent and effective way.

Chapter 7 of this report is focused on proposing specific regulatory measures according to the concerns identified by BEREC in relation to fairness for business users, inter-platform competition and issues related to users’ empowerment and the protection of end-users’ interests.

In this chapter, BEREC will focus on two of the key regulatory objectives: ensuring contestability and openness of the digital environment.

4.1. Ensuring contestability in the digital environment

BEREC considers that creating contestable environments is a key objective that needs to be ensured in the medium and long term, as promoting competition from alternative digital platforms competing with gatekeepers will have a positive impact on the concerns on fairness for business users and protection of end-users. Indeed, inter-platform competition is useful to discipline gatekeepers from acting unfairly towards business users and end-users. Concrete experience can be drawn from the ECS sectors where competition on wholesale level has had a very positive impact on end-users’ choice. It has also empowered end-users and provided complete and relevant information and means to take decisions on e.g. switching from one operator to another, and thus enhancing competition on the merits.
Beyond creating contestable markets, inter-platform competition can also help to indirectly improve the fairness of conditions offered to business users and end-users. Indeed, an increased number of business users operating in a sound competitive environment, can produce increased quantity and quality of services accessible to end-users on reasonable terms. As a consequence, this can also increase the chances for end-users to access more content and applications. Finally, this allows for empowering both sides to take informed decisions, fostering competition and innovation, and thus ensuring that all actors benefit from the full potential of the Internet and the digital services.

In this line, BEREC recommends paying special attention to regulatory measures aimed at inter-platform competition that lower barriers to entry and enhance market entry and expansion (e.g. interoperability, data portability and access remedies) and thus the ability of competitors to challenge the gatekeeper’s position on (a) CPS(s). BEREC believes that it will be crucial to reinforce this intervention in the DMA proposal (see Chapter 7). Moreover, some regulatory measures are often highly technical and detailed, and thus must be carefully designed and implemented by tailoring and proportionality considerations. For this reason, a regulatory dialogue with all kinds of relevant stakeholders, constant monitoring to ensure effectiveness of and compliance with the measures, as well as dispute resolution mechanisms will be key (see Chapter 8).

4.2. Ensuring openness of the digital environment

The Open Internet Regulation applied by BEREC members for ECS establishes the end-users’ right to access and distribute information and content, use and provide applications and services, and use terminal equipment of their choice via their internet access service – irrespective of the end-user’s or provider’s location or the location, origin or destination of the information, content, application or service. A key objective of the regulation is to guarantee the continued functioning of the internet environment as an engine of innovation.

However, as explained in the BEREC report on the impact of premium content on ECS markets and the effect of devices on the open use of the Internet38, the Internet ecosystem/value chain reaches beyond the internet access service, and includes a relevant number of digital platforms which are now in the scope of the DMA proposal.

BEREC would like to stress that even if contestability and fairness are paramount objectives of EU-level regulation towards gatekeepers, they do not address all challenges that users may encounter in the digital world.

BEREC believes that ensuring an open provision and access to information and digital services is also crucial. Under the Open Internet Regulation, BEREC members must ensure that the (access to the) Internet provided by electronic communications operators remains open. While such regulatory intervention is focused on the network layers, some digital platforms are nowadays predominantly active on the application layers and are able to restrict users’ access

37 Here the term “end-users” refers to the definition of the EECC, see footnote 1
38 Ibid footnote 16
to specific applications or services on other levels of the Internet ecosystem. Indeed, some digital platforms can often act as digital bottlenecks (i.e. gateways for which there is no relevant substitute) for end-users to access content and applications, as well to business users to offer them. This is also recognised in the DMA proposal. In particular, BEREC agrees with the general idea of Recital 51 stating that “Gatekeepers can hamper the ability of end-users to access online content and services including software applications”.

BEREC believes that the regulatory action on these digital platforms should also ensure that the digital environments are open and develop as an engine of innovation, and that the users’ ability to access and/or provide content and applications is not hampered on the application layers where digital platforms operate. Furthermore, any approach to Open Internet should be coherent across the Internet ecosystem, avoid any uneven playing field and should ensure that the standard of protection established under Open Internet Regulation at the network layer is not lowered when addressing emerging threats.

In this line, BEREC considers that device manufacturers and providers of operating systems which hold a gatekeeper position should not be able to impose restrictions on mobile operators/service providers, on app developers, and on end-users, which limit access to key device functionalities (e.g. the generation of mobile technology, mobile Internet, Voice over LTE or Wi-Fi, GPS, voice commands, etc.) for purely commercial reasons.

BEREC will continue to work on issues relating to an open internet and open digital environments, analysing the Internet ecosystem, including the upper layers, not covered by the Open Internet Regulation, to detect potential bottlenecks and services in the value chain (some of which are core platform services) where there are potential or actual risks of undue restrictions for any actor to access/provide content and applications.

5. THE SCOPE OF THE REGULATORY INTERVENTION

While there are thousands of digital platforms offering their services to the citizens of the European Union, serious concerns have so far mainly arisen within the provision of a few specific types of platform services. In its response to the EC public consultations on the DSA Package and the NCT, BEREC referred to these services as Areas of Business (AoBs), a concept which is very similar to the CPS in the DMA proposal.

In its DMA proposal, the EC identifies eight CPSs where regulation may be necessary: (a) online intermediation services (incl. but not limited to marketplaces, app stores and sector specific intermediation services; e.g. mobility, transport or energy, as understood by BEREC), (b) online search engines, (c) social networking, (d) video sharing platform services, (e) NI-ICS, (f) operating systems, (g) cloud services, and (h) advertising services supplied by any provider of a CPS listed in points (a) to (g).

5.1. BEREC’s comments

BEREC suggested in its response to the EC public consultations on the DSA Package and the NCT that a potential regulation should, at least initially, focus on the provision of a relatively limited set of services: (i) app stores, (ii) e-commerce, (iii) general search, (iv) operating systems and (v) social media. These are all included in the DMA proposal. Concerns regarding the provision of advertising services are identified by BEREC as well, however BEREC included those concerns implicitly in the CPSs general search, e-commerce and social media respectively where applicable as advertisement is regularly the monetized side of these platform services.40

Concerning other services which are not currently addressed by the DMA but may need some further regulatory scrutiny, such as voice assistants and web browsers, BEREC is carrying out an analysis in the framework of its Report on the Internet ecosystem41, where their level of openness, the competition dynamics and their interaction with and influence on the different elements of the ecosystem will be assessed.

BEREC agrees with the EC that the DMA shall not apply to markets related to electronic communications networks and services, other than NI-ICS42. BEREC has published a separate report on NI-ICS43 recognising that the EECC and the DMA are principally complementary tools and that, when needed, a careful analysis should be carried out in order to avoid regulatory overlaps between the DMA and the EECC concerning NI-ICS.

Moreover, the scope of the DMA in Article 1(3) point (b), also only refers to ICS and could therefore include both NB-ICS (Number-Based Interpersonal Communication Services) as well as NI-ICS. BEREC notes that this could affect regulatory certainty and the effective application of sectoral electronic communications regulation. As NB-ICS commonly do not share the key features of the digital platforms, and have typically been national in scope, BEREC notes that their (potential) inclusion as a CPS within the DMA would likely be inconsistent with the subsidiarity principle and with the aim of the DMA. Article 1 of the DMA should therefore be amended to better address the potential overlap of the DMA and the EECC with regard to NI-ICS44. It should also clarify that the DMA does not and will not include any ECS CPS other

40 BEREC has not analysed the need for regulation within the areas of mobility, transport and energy. Cloud services is another CPS not analysed by BEREC within the scope of this report. However, BEREC is set to produce a separate report on the Internet value chain, where any potential concerns that may advise cloud services inclusion in the list of CPS could be identified. Another topic for analysis, however not yet planned by BEREC, could be whether other services; e.g. web browsers and voice assistants, which do not appear to be explicitly included in the DMA proposal may raise competition concerns or direct harm to end-users.

41 See footnote 8

42 See Article 1(3) and 1(4) in the DMA proposal.


44 The amendments and their rationale are detailed in Chapter 6 of the above-mentioned report (BoR (21) 85).
than NI-ICS, as well as that the provisions in the EECC remain fully applicable, and is given priority, for regulating NI-ICS.

Moreover, in order to ensure the complementarity between the two regulatory frameworks (EECC and DMA) applying to NI-ICS, BEREC proposes that a structured cooperation mechanism should be implemented among the EC (as future EU DMA regulator), BEREC, the NRAs and/or the DMA Advisory Board45 proposed by BEREC.

5.2. Revision of the CPS list

BEREC recognises the need to periodically review which services may require ex ante regulation in view of the evolution of the services. BEREC therefore agrees that the list of relevant CPSs should be revised by the EC as the DMA enforcer also relying on support by the national level according to a predefined process.

Before defining a CPS, it is necessary to consider the need for regulatory certainty to facilitate investment and continued innovation within such an important and dynamic sector. BEREC notes that regulation should be based on concerns that require regulatory measures, and that the requirements for identifying new CPSs or removing previously defined CPSs deserves clarification within Article 17 and/or Article 38 of the DMA. BEREC also notes that a market investigation could serve as an adequate tool for revising the CPS list which, together with the legislative process, could provide the relevant stakeholders sufficient possibilities to give input to the CPS designation, as well as allowing time to make any required adjustment.

6. DESIGNATION OF GATEKEEPERS

6.1. Introduction

The DMA proposal provides for an asymmetric regulation, i.e. its obligations can be applied only to certain CPS providers that can be designated as gatekeepers46 for one or several of those CPSs by fulfilling the criteria in Article 3(1). The DMA proposal outlines both a quantitative procedure based on the CPS provider meeting a specified set of quantitative cumulative thresholds (Article 3(2)), as well as a qualitative procedure (Article 3(6)), opening up for adjustments of the quantitative results.

BEREC supports the existence of a quantitative and a qualitative identification procedure of the proposal, similar to the direct and optional identification procedure described in BEREC response to the EC public consultations on the DSA Package and the NCT. There are however some issues that deserve mentioning.

45 See Chapter 9 on the Advisory Board.
46 In its response to the public consultation on the DSA package, BEREC proposed to only regulate those CPS providers having significant intermediation power (SIP) within their CPS.
6.2. The quantitative identification procedure

The DMA proposal requires the CPS provider to self-assess whether it is active within a specific CPS and meets the thresholds. If so, it should notify the EC, which will then assign the gatekeeper status to the CPS provider through a regulatory decision. BEREC endorses a formal decision on gatekeeper status, although it is important that no further substantial delay is incurred.\(^\text{47}\)

BEREC’s proposal furthermore did not include a threshold regarding the number of Member States in which CPSs have to be active, but rather that different thresholds could be considered depending on the scope of the provision of the service.

The definition of ‘business user’ is of utmost importance for the gatekeeper designation and BEREC believes that this could be further clarified in the DMA, for example in the case of NI-ICS and social networking services. BEREC also notes that the revenue threshold, as well as the valuation thresholds, in (a) relate to the undertaking to which the candidate gatekeeper belongs, whereas the thresholds in (b) relate to the specific CPS. BEREC suggested in its response to the EC public consultations on the DSA and the NCT to consider defining thresholds that relate to the provision of each CPS.

Relating a threshold to the undertaking has both pros and cons. On the pros, it could be quite easily observable (especially if the undertaking provides more than one service), it would target CPS providers that may have privileged access to funds and it would reduce incentives to try to transfer revenues across services in order to evade regulation. In addition, it would ensure to focus on large companies enjoying a relevant market position via the configuration of ecosystems. On the cons, the revenue or valuation of the undertaking may not necessarily translate into gatekeeping power within a specific CPS. It may also provide incentives to divest CPSs, while keeping them indirectly integrated through vertical constraints or other contractual provisions, thereby maintaining the de facto gatekeeping power. Overall, a complete assessment of pros and cons for this issue needs further analysis.

BEREC in any case welcomes a direct identification procedure, since, with appropriate thresholds, it will provide a fast way of identifying entities presumed to have gatekeeper status. However, given the issues noted, BEREC supports the qualitative assessment complementing this approach, as proposed by the EC.

6.3. The qualitative identification procedure

Many gatekeepers operate within digital platform ecosystems\(^\text{48}\).

\(^\text{47}\) BEREC agrees on the need for clear and reasonable short deadlines for both, the relevant undertaking to notify and provide the information and the EU competent authority to take the decision. BEREC also agrees that there should be consequences for undertakings which do not comply with the notification and information duties within the set timeframe. Both aspects seem already to be dealt with in Article 3 (3) and Article 26 (2) (a) of the DMA proposal.

\(^\text{48}\) The phrasing on p. 1 and para (14) (p. 18) in the DMA proposal suggests that an ecosystem consists of some set of services offered by a platform outside the scope of the CPS where the platform has gatekeeper status, but the list of definitions in Article 2 of the DMA proposal does not contain any formal definition of what constitutes an ecosystem. BEREC therefore proposes that a definition of what constitutes an ecosystem should be included.
In the context of the DMA and for the purposes of this report, BEREC considers that a platform ecosystem consists of different types of services or products provided by the same undertaking either across more than one CPS, or where the provision of these or other services/products is giving a significant advantage to the undertaking. This could be the case e.g. by bundling offers, sharing common inputs (such as data), or tying the use of one service/product to the use of another service/product. Unless explicitly stated otherwise, where “ecosystem” is used in this Report, it is generally referring to such “platform ecosystems”.

As highlighted in its response to the EC public consultations on the DSA Package and the NCT, BEREC believes that being part of an ecosystem reinforces the platform’s gatekeeping role when it allows a platform to leverage its power onto additional services, or to have privileged/exclusive access to key inputs/assets raising further barriers to entry or expansion. This aspect, which is missing in the DMA proposal, could be further considered when designating gatekeepers (as a non-cumulative criterion) and designing the corresponding regulatory measures.

For instance, being part of an ecosystem is not explicitly included in Article 3(6), and BEREC considers that it should at least be taken into account as a relevant, non-cumulative criterion, “other structural characteristic” (point (f) of Article 3(6)) whenever being part of an ecosystem plays a significant role in the ability to act as a gatekeeper. BEREC believes the text should make this explicit.

Moreover, the designation process in Article 3(6), and perhaps most relevant point (a), does not contain any explicit provisions as to an alternative interpretation as regards the required number of Member States in which the CPS are provided. BEREC notes that this might potentially affect the possibility of effective regulation of digital platforms active in only one Member State, which was considered in BEREC’s response to the EC public consultations on the DSA Package and the NCT to address concerns raised by the gatekeeping role of digital platforms not meeting the thresholds.

BEREC would suggest issuing more precise guidelines by means of delegated acts or any other legal instrument regarding the gatekeeper designation criteria in Article 3(6), as well as criteria relating to emerging gatekeepers, to clarify how they should be interpreted more precisely and to set out best practices. Such guidelines should help to preserve the incentive for investment, innovation and competition. Although acknowledging very relevant differences in the analysis of significant market power and gatekeeper status, a successful example providing such guidelines in detail is the guidelines for the analysis of operators with significant market power (SMP Guidelines) used in the ECS sector. BEREC similarly considers it

BEREC does not consider being part of an ecosystem should be a cumulative criterion as there are also non-ecosystem related concerns, and that the DMA should make this explicit. Where there are cumulative criteria, all the criteria must be met in order to designate a gatekeeper. A non-cumulative criterion, on the other hand, helps tip the scale towards gatekeeper designation, but does not preclude from gatekeeper designation those who do not meet it.

BEREC interprets Article 3(6) in a way that these conditions may also be met when the provider of the core platform service is only active in two Member States.

Communication from the Commission - Guidelines on market analysis and the assessment of significant market power under the EU regulatory framework for electronic communications networks and services (C(2018) 2374)
important for the EC to issue detailed guidance on the designation of emerging gatekeepers as to not induce legal uncertainty.

6.4. Review of status

BEREC agrees that it is important to regularly revise the need for regulation and agrees with the proposed status review process set out in the DMA (Article 4). BEREC also agrees on the importance of involving the national level in the review.

BEREC also considers that the DMA should not impair the ability to regulate platforms active in fewer than three Member States. Furthermore, if there are reasonable grounds, a single Member State should be entitled to request a market investigation.

7. REGULATORY MEASURES FOR GATEKEEPERS

In its response to the EC public consultations on the DSA Package and the NCT, BEREC identified current or potential concerns caused by digital gatekeepers that should be addressed to prevent as early as possible any unwanted and irreversible effects on digital environments. BEREC supports the need for an ex ante asymmetric intervention to address such concerns. For this regulatory intervention to be effective, BEREC puts forward a set of proposals.

First of all, BEREC supports the obligations listed in Articles 5 and 6 of the DMA proposal, and would suggest to clarify their scope of application. In order to ensure regulatory certainty, BEREC believes it would be clearer to distinguish between obligations which i) would apply to all CPSs and ii) would only apply to specific CPSs. This approach would also help for a clearer enforcement of the regulation.

Secondly, in such fast-evolving environments, it will be crucial to ensure that the DMA is effective and future-proof. To this purpose, BEREC proposes to complement the current DMA framework with additional powers allowing the EC as the DMA enforcer to design and tailor the regulatory intervention accordingly. These additional powers would be legally formalised in the text of the Regulation where the list of remedies at the regulator’s disposal, as well as clear ex ante principles, would be stated. Such remedies would be imposed with the purpose of reaching the objectives of the Regulation, similarly to the ECS ex ante regulatory framework under the EECC.52

The EC as the DMA enforcer would use these powers i) when there is a risk that harmful behaviours are not (effectively) addressed by the obligations in Articles 5 and 6. The DMA enforcer could carry out a market investigation, identify the concerns and swiftly adapt the regulatory intervention by imposing the remedies from the “toolbox” list and according to the ex ante principles, and ii) for more technical remedies – such as horizontal interoperability.53

---


53 See box 1 below for further details on interoperability measures
and access to key inputs/assets – which require proportionality considerations and where their effectiveness is highly dependent on the correct design of the intervention.

BEREC believes that these additional powers would provide a key added value to the DMA proposal, since it would allow to swiftly adapt the intervention and for an effective definition of some remedies. Moreover, the addition of the principles and the toolbox of remedies in the law would help creating legal certainty, so that investors, existing and future gatekeepers, as well as business- and end-users can foresee future regulation.

The benefits of these two proposals would be i) to clarify which directly applicable obligations apply to each CPS, taking into consideration its specificities and ii) to ensure that the regulatory intervention can be quickly adapted to the evolution of the digital environment and of the gatekeepers’ practices and that it is tackling the concerns in an effective and proportionate manner.

### 7.1 Concerns caused by digital gatekeepers

In its response to the EC public consultations on the DSA Package and the NCT, BEREC identified unfair practices in which gatekeepers have the ability and may have the incentive to engage\(^{54}\) (e.g., unfair denial of access to essential inputs or assets, refusal of proportionate interoperability, imposing unreasonable terms and conditions, etc, see Table 1 further below), and which should be prevented \textit{ex ante}, given their potentially irreversible effects on competition, innovation and end-users’ choice.

The current DMA proposal seems to mostly address issues that could be observed in the relationship between the gatekeepers and their business users. While this approach can solve many issues to improve fairness in the given CPSs, BEREC believes that regulatory measures favouring contestability should be reinforced to better allow for

1. Inter-platform competition, i.e. creating conditions for new competitors to arise,
2. Addressing additional concerns affecting business users (i.e. intra-platform competition),
3. Directly addressing some specific end-users related issues (i.e. when the gatekeeper’s practices have negative effects on end-users but business users and/or potential competitors are not necessarily directly affected).

As for inter-platform competition, BEREC recognises that some obligations in the DMA proposal are aimed at creating conditions for facilitating switching among digital platforms. This is the case, for instance, of portability-related obligations (point (h) of Article 6(1) of the DMA proposal) which are aimed at reducing lock-in effects. Although such interventions constitute an important step in opening the digital environments, BEREC believes that concerns related to barriers to entry induced by very significant direct and indirect network effects are only

---

partially addressed in the current DMA proposal. In this regard, regulatory measures such as interoperability, data portability and access to essential inputs/assets, such as relevant data, will be key. BEREC believes that such measures should be reinforced (e.g. data portability) and/or extended to certain other CPSs than initially envisaged in the DMA proposal. Horizontal and vertical interoperability, for instance, should be both reinforced to ensure that the gatekeepers’ services allow for interoperability for both complementary service providers and potential competitors, and extended to certain other CPSs, as detailed below. Moreover, such regulatory measures should take into account innovation considerations, be appropriately designed and tailored in order to be effective, proportionate to achieve the set objective(s). This will be needed to create conditions for innovators and potential competitors to arise by addressing barriers to entry derived from the network externalities enjoyed by consolidated gatekeepers.

Regarding intra-platform concerns, Table 1 below shows that a significant number of concerns which were identified by BEREC are only partially covered by the DMA proposal. For example, BEREC believes that a gatekeeper has the ability and may have the incentive to launch bundle offers in a strategic way so as to require business users to enter multiple markets if they want to provide a competing offer. BEREC thinks that this tying and bundling concern (see concern #7 in Table 1) is only partially addressed by Articles 5(e) and 5(f) regarding identification services, and Article 6(1) point (b) which is only focusing on operating systems, by allowing to uninstall preinstalled applications (which can be seen as a bundled offer). BEREC believes that it would be appropriate to extend such obligations to other relevant CPSs.

As for end-users’ concerns, BEREC recognises that the obligations in the DMA proposal will indirectly benefit end-users by tackling some business users’ concerns, like the data portability obligation set out in Article 6(1) point (h) of the DMA proposal that, at least partially, addresses the lock-in effect on end-users (see concern #14 in Table 1 at the end of this chapter). Nevertheless, BEREC believes that certain issues related to end-users should also be directly considered and reinforced. As an example, BEREC believes that concerns related to self-preferencing go beyond the ranking of algorithms used by search engines and include more broadly default settings imposed by the gatekeeper that could affect the effective choice of end-users (see concern #4 in Table 1). BEREC thinks that default settings can be useful in many cases, but that they can in other cases unduly influence end-users in their choices. This can particularly be the case when the gatekeeper uses default settings to unduly give an

---

55 Concerning NI-ICS, ECS regulators already have the powers to impose interoperability measures under Article 61(2) point (c) of the EECC. This is the case where “end-to-end connectivity between end-users is endangered due to a lack of interoperability between interpersonal communications services, and to the extent necessary to ensure end-to-end connectivity between end-users, obligations on relevant providers of number-independent interpersonal communications services which reach a significant level of coverage and user uptake, to make their services interoperable”. See BoR (21) 85, “BEREC Report on the interplay between the EECC and the EC’s proposal for a Digital Markets Act concerning number-independent interpersonal communication services”, Available at: https://berec.europa.eu/eng/document_register/subject_matter/berec/reports/9966-berec-report-on-the-interplay-between-the-eecc-and-the-ec8217s-proposal-for-a-digital-markets-act-concerning-number-independent-interpersonal-communication-services

56 See Box 1 below

58 BEREC is aware that the P2B regulation already imposes transparency obligations on online platforms in relation to business users. BEREC proposes to also extend transparency obligations vis-à-vis end-users and is of the opinion that these transparency rules need to be expanded to all CPSs (see table 1 below).
advantage to its own services/products. Preference menus could be part of the remedies, but should be properly designed in order to actually improve effective choice of end-users.

An assessment of the effects of the gatekeepers’ practices on end-users could be an additional and valuable start for analysis of the need for the regulatory intervention and would help to address the gatekeeper’s practices which may have negative effects on end-users even when business users and/or potential competitors are not directly affected. Such an assessment could reach the conclusion that regulatory measures (e.g. interoperability) would need to be imposed if it is proportionate and necessary to reach the objective of the regulation. By directly addressing end-users’ concerns, indirect benefits for business users may also be created. This is the case for instance when choices of alternatives to default search engines are presented to end-users in a non-discriminatory manner and – more generally – when end-users can make choices without undue restrictions by the gatekeepers (e.g. non-neutral presentation of options, lack of interoperability when appropriate/proportionate). Providing end-users with the tools and means to make well-informed choices is crucial for the development of alternative products and services, leading to increased inter-platform competition on the merits and a fair evolution of competitive dynamics.

Table 1 at the end of this chapter presents the concerns that BEREC has identified, and how those concerns are (partly) addressed in the current DMA proposal.

7.2 Regulatory measures

7.2.1 Obligations set out in the DMA proposal

The DMA proposal includes a list of directly-applicable obligations (Article 5 of the DMA proposal) and others susceptible to being further specified (Article 6 of the DMA proposal). Other articles, such as Articles 12 and 13 of the DMA proposal, also contain obligations with regards to the notification of concentrations and obligation of having profiling techniques audited which both aim to reduce asymmetry of information.

BEREC welcomes the principle of a set of obligations as proposed by the DMA. Such obligations enable for a direct and quick intervention, creating a clear and common understanding of the gatekeeper practices which are considered to be sufficiently likely to result in significant negative effects. This intervention can bring such potentially harmful behaviours to a stop and thus preventing the effects on competition from snow-balling, provided that there are no discussions on exceptions or lengthy court proceedings.

This being said, BEREC would like to highlight the following two aspects.

First, BEREC thinks that the regulatory measures in the DMA should be extended to cover broader concerns (i.e. inter- and intra-platform competition and those related to end-users as expressed in the previous subsection).

Second, it is necessary to ensure that the DMA can, to a higher degree, anticipate certain types of future potentially harmful practices of gatekeepers and swiftly adjust the regulatory intervention to the concerns that may arise in the mid and long-term, as technologies and
services will change over time, as well as the manner in which end-users interact with products and services (see next section 7.2.2).

Thus, while recognising their benefits and supporting their inclusion in the DMA, BEREC believes that the set of obligations in Articles 5 and 6 should be complemented by giving additional powers to the EC as the DMA enforcer to design and impose tailored remedies. This proposal aims at making the DMA both effective and more future-proof. Future-proof because it would allow for carrying out an assessment (e.g. a market investigation) to identify issues not (currently or effectively) covered by the current DMA obligations and for designing detailed and pin-pointed remedies. Effective, because the powers of remedy-tailoring will be particularly valuable for imposing specific technical remedies such as interoperability and access remedies which need both effective detailing and proportionality considerations (see next section 7.2.3).

As explained above, the remedies at the regulator’s disposal would be clearly listed in the text of the Regulation in order to ensure legal certainty.

7.2.2 The updating process of the gatekeeper’s obligations under the DMA proposal

The obligations set out in Articles 5 and 6 of the DMA proposal are mainly built around practices that have already been identified or investigated by the EC or other relevant authorities. While having the merit of being designed on actual practices, this approach may prove to be backward-looking, and BEREC would like to put forward some proposals.

BEREC believes that in order to also tackle future potential concerns: i) the updating process of obligations in Articles 5 and 6 is a key element and ii) additional powers must be given to the EC to design tailored remedies (see section 7.2.3).

On point i), the DMA proposal already includes two mechanisms to update the obligations set out in Article 5 and 6 of the DMA proposal via either:

- delegated acts according to Articles 10 and 37 of the DMA proposal, and market investigations according to Article 17; or
- a legislative review of the DMA initiated by legislative proposals by the EC based on review evaluations to be conducted every three years according to Article 38 of the DMA proposal.

While the process for updating the obligations is valuable, BEREC believes that the possibility to address unforeseen practices, newly emerging issues and, more generally, issues which may not be effectively addressed by the current DMA obligations seems to be limited in the current proposal. Indeed, according to Article 10 of the DMA proposal, the update of the obligations is restricted to “new obligations addressing practices that limit the contestability of CPSs or are unfair in the same way as the practices addressed by the obligations laid down in Articles 5 and 6” of the DMA. This can be interpreted as the list of obligations in the DMA already covering all potentially detrimental practices, without the possibility for the EC to actually address new ones by means of an update.

Furthermore, the updating mechanism according to Article 10 of the DMA proposal seems to focus only on new practices which are unfair towards business users. Neither harmful behaviours by gatekeepers directly affecting end-users nor new concerns on inter-platform
competition (market entry) seem to be covered by point (a) of Article 10(1) of the DMA proposal.

In order to ensure an adequate regular updating process, BEREC considers that national authorities should play a role in giving input to the updating process, as they are also in a good place to identify emerging challenges related to digital platforms, e.g. with regard to the right to propose to the EC to conduct a new market investigation into new practices (relates to Article 17 of the DMA proposal). See further developments in this respect in Chapters 8 and 9.

7.2.3 BEREC’s proposal on the regulatory measures

First of all, in order to ensure regulatory certainty and predictability, BEREC believes that the scope of application of the obligations in the DMA should be clarified. To this end, BEREC proposes that:

- A first set of directly-applicable obligations should clearly apply to all gatekeepers in all CPSs without any adaptation. This could concern for example transparency\(^{58}\) of terms and conditions towards business users and end-users or the right of business users to raise issues with any relevant public authority relating to any practice of gatekeepers. Such obligations would most likely be set in the text of the DMA itself.

- A second set of directly-applicable obligations would clearly target specific CPSs, and therefore only apply to gatekeepers within the same CPS. This would enable the regulatory authority to directly list obligations in the law which are more effectively addressing the concerns of a specific CPS. Examples of such obligations are non-discrimination as to ranking, tying and data portability. Each CPS would have a list of specific adapted obligations set out in a dedicated EU-level act (e.g. a delegated act) to bring clarity on the obligations that gatekeepers should comply with, especially when those obligations would need to be updated.

Secondly, while obligations currently in the DMA can quickly address a set of concerns, BEREC believes that, in order to be future-proof, the DMA regulatory intervention should be complemented by giving additional powers to the EC to design and impose tailored remedies already set out in law.\(^{59}\)

As previously expressed, remedy-tailoring can be useful in many cases. This is particularly the case to swiftly intervene to address certain unforeseen practices, newly emerging issues and, more generally, issues which may not be effectively addressed by the current DMA obligations (i.e. to make the DMA more future-proof). Moreover, for more technical and detailed regulatory measures, the intervention should be appropriately tailored in order to be proportionate and, especially important, effective. The tailoring would imply an assessment which takes account of the specificities of the CPS(s) as well as of the gatekeeper. Examples of such remedies are interoperability, all types of access remedies, as well as specific non-discrimination and pricing

\(^{58}\) BEREC is aware that the P2B regulation already imposes transparency obligations on online platforms in relation to business users. BEREC proposes to also extend transparency obligations vis-à-vis end-users and is of the opinion that these transparency rules need to be expanded to all CPSs (see table 1 below).

\(^{59}\) Like SMP regulation in the EECC, see details above.
remedies. A list of potential remedies, depending on the issue considered (i.e. a “regulatory toolbox”), would need to be set out in the DMA, together with clear ex ante principles on how these remedies should be applied. Such measures should be set out in formal decisions by the EC as the DMA enforcer for each individual gatekeeper.

One might argue that sole (directly-applicable) obligations all across the board may be a faster tool. BEREC would like to stress that the benefits of the regulatory intervention are not only a matter of applying measures fast, but essentially about making sure that they are quickly effective in reaching the given objectives.

The same regulatory approach has already been successfully implemented in the ECS sector for over twenty years. NRAs specify, for example, principle-based remedies which are listed in the EECC (e.g. access) into detailed and tailored measures which fit the actual network and its technical characteristics. The legislator and EC as the DMA enforcer will therefore be able to rely on a concrete experience from a regulated sector.

**Box 1. Interoperability measures to reinforce inter- and intra-platform competition**

Interoperability is “the ability of two or more systems or components to exchange information and to use the information that has been exchanged”\(^{60}\). Interoperability does not require interoperable systems or components to be uniform. “Most of the time, a minimally invasive design approach focusing on interfaces or membranes can enable systems […] to work together while still preserving their difference and variety”\(^{61}\). In order to be interoperable, undertakings providing systems or components implement standards at the edge of their services and products in order to allow the exchange and use of information. Those standards are open (i.e. their technical specifications are public, without restriction of access or implementation). They may consist of de facto standards such as public APIs, or normalized standards (i.e. technical standards elaborated by Standard Setting Organizations applying open and fair processes).

From a regulatory perspective, enhancing the level of interoperability may be limited to ensuring that access to de facto standards is offered on non-discriminatory terms. Furthermore, the intervention may also imply that the Regulator promotes effective interoperability by imposing on gatekeepers the opening of their de facto standards or the implementation of normalized standards. In any case, interoperability obligations need to take into account innovation considerations,\(^{62}\) be appropriately designed and tailored in

---


\(^{62}\) While horizontal interoperability (as defined below) may enable consumers of the gatekeeper and competing providers to realize joint network effects, it may also reduce incentives for innovation and the development of efficient standards for complementary services within an ecosystem. The risk particularly concerns innovation that relates to or depends on interfaces and (competing) standards of communications. See also Autorité de la concurrence and CMA (2014): The economics of open and closed systems. https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/387718/The_economics_of_open_and_closed_systems.pdf
order to be effective and proportionate to achieve the set objective(s), and to create conditions for innovators and potential competitors to arise, addressing barriers to entry.

The definition set above encompasses a large array of practices. It is important to distinguish between horizontal interoperability (imposed on the gatekeeper of a CPS for providers of similar, competing services) and vertical interoperability (imposed on the gatekeeper of a CPS for providers of complementary services to this CPS)\textsuperscript{63}.

BEREC believes that specific concerns raised by the gatekeepers can be addressed by different forms and levels of interoperability, when appropriate and proportionate.

Horizontal interoperability is imposed on the gatekeeper of a CPS to open specific functionalities, communications and data to providers of competing services and products. It is aimed at ensuring that the benefits of network effects are not captured by a single firm thus limiting the potential of competition and innovation, but – by enabling consumers of the gatekeeper and competing services to realise joint network effects – these benefits can affect different market players; they increase choice and create the conditions for competition on the merits. In the context of the DMA, horizontal interoperability remedies could be particularly relevant for online social networking services e.g. where end-user’s costs of multi-homing when sharing content on several platforms (which are close substitutes) seem high.\textsuperscript{64} Interoperability in this CPS would imply for instance that, when necessary, the gatekeeper effectively opens some of its interfaces (\textit{i.e.} APIs), or implements normalized standards (integrating interfaces)\textsuperscript{65}, in order for other competing service providers to access and use some common functionalities such as posts, images, videos, comments, “likes” and access to the list of contacts. This would allow end-users to communicate across social networks and keep contact with their community, using the standard implemented by the gatekeeper but the (interoperable) service of their choice based on product differentiation beyond the interoperable standard, e.g. the terms and conditions, quality of service, level of privacy, etc. Such remedies would be technically feasible: some of the major digital platforms who are likely to be designated as gatekeepers under the DMA did offer different types and levels of interoperability in the past, and then decided to disable access to some functionalities\textsuperscript{66}. Horizontal interoperability may also bring similar benefits in other CPSs, such as cloud computing services. As of today, no horizontal interoperability obligation is provided in the DMA proposal. BEREC is of the opinion that without the inclusion of such measures in the regulatory toolbox for relevant CPSs, the DMA would be unlikely to create effective conditions for competitors to arise (inter-platform competition).

\textsuperscript{63} For a distinction between vertical and horizontal interoperability, see. Wolfgang Kerber and Heike Schweitzer, “Interoperability in the Digital Economy”, JIPITEC, 39 para 1, 2017.

\textsuperscript{64} CMA, Report “Online platforms and digital advertising market study”; Final Report, para 3.215, 01.07.2020.

\textsuperscript{65} Such as XMPP (standard developed within the IETF for instant messaging) or Activity Pub (standard developed within the W3C and including a large set of functionalities commonly used for social networking).

\textsuperscript{66} Facebook for example offered the “Publish Actions”-API, which enabled third-party applications to automatically publish posts to Facebook. CMA, Report “Online platforms and digital advertising market study”, Appendix J, para 47-49, 01.07.2020.
Vertical interoperability (also called protocol interoperability in the Crémer, Montjoye, Schweitzer Report\textsuperscript{67}) would be applied on the gatekeeper to ensure that complementary services can be provided on the CPS on fair and non-discriminatory conditions\textsuperscript{68}. Protocol/vertical interoperability addresses the situation in which an undertaking controlling a bottleneck determines to its (sole) benefit whether (and in which conditions) complementary services may be developed on the platform. Protocol/vertical interoperability gives complementors access to essential functionalities allowing the development of their services (usually through APIs) to complement those provided by the gatekeeper is aimed to promote competition on the merits on the platform (intra-platform competition). As of today, the DMA proposal includes such a remedy mainly for operating systems. Point (f) of Article 6(1) obliges the gatekeeper to give complementors access to features that are available or used in the provision by the gatekeeper of any of its ancillary services. BEREC is of the opinion that it would be useful to extend this obligation when appropriate and proportionate to certain other relevant CPSs on which complementors usually offer services to end-users. This could be the case for instance of social networks or online intermediation services, including software application stores, which have numerous complementors who rely on public APIs to develop and offer their services to end-users (e.g. advertising services, financial services, services of analysis, aggregators, gaming services, etc.).

The table below presents BEREC analysis on how the DMA addresses the different concerns in relation to gatekeepers identified by BEREC in its response to the EC public consultations on the DSA Package and the NCT.

### Table 1. Cross analysis of the concerns identified by BEREC, the obligations in the DMA and the proposals by BEREC

<table>
<thead>
<tr>
<th>#</th>
<th>Concerns identified by BEREC</th>
<th>In DMA?</th>
<th>Comments and BEREC proposals</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>Exclusionary conducts (practices that remove or weaken actual and potential competition, directly or indirectly harming business users and/or end-users)</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

\textsuperscript{67} Jacques Crémer, Yves-Alexandre de Montjoye and Heike Schweitzer, “Competition policy for the digital era”, European Commission (2019)

\textsuperscript{68} Some competition law cases resulting in the imposition of vertical-interoperability-related remedies: Commission, Microsoft case, Case COMP/C-3/37.792, 24.03.2004; Autorité de la concurrence, Google Advertising case, Case 21-D-11, 07.06.2021: acceptance of commitments.
| 1 | Unjustified denial of access (permanent or temporary) to the platform or functionalities on the platform necessary to conduct business.  
*This refers to the refusal to enter into an agreement without reasonable cause. As regards access in terms of interoperability, which is a more technical type of access, please refer to point 6.*  
Examples:  
- denial of access to sell products or services via the digital platform  
- denial of access to the digital platforms’ payment services.  
Granting or denying access to their platform on discriminatory terms strengthen gatekeepers’ ecosystem power. |
| --- | --- |
| 2 | Unjustified refusal of proportionate interoperability. Refusal might be legitimate when it may compromise security or privacy or is excessively costly with respect to the benefits that may be achieved (not proportionate).  
Offering interoperability on discriminatory terms strengthen gatekeepers’ ecosystem power. It causes network effects to occur at the ecosystem level instead of the market level. |

---

**Article 5(c)** ensures business users can promote their offers and conclude commercial contracts.

Point (f) of Article 6(1) allows providers of ancillary services (e.g. payment service providers) access and interoperability to the platform on the same conditions as the ones granted to the gatekeeper’s ancillary services, but only in case the platform is an Operating System, and does not apply to other CPSs.

- In case of unjustified denial of access, obligations to access the platform or functionalities on the platform which are necessary to conduct business should be extended to all relevant CPSs and not only OSs
- The DMA proposal does not include obligations on OSs to refrain from imposing technical and commercial restrictions limiting access to key device functionalities (as mobile Internet, Voice over LTE or Wi-Fi, GPS, voice commands, etc.). This point should be made explicit.

An access remedy could be paired with an interoperability remedy (see line 2 below), a fair terms remedy, a non-discrimination remedy, etc., depending on the concerns to be addressed.

**Points (c) and (f) of Article 6(1)** allow interoperability for third party applications and ancillary services but only for Operating Systems, not other CPSs.

- Obligations related to vertical interoperability could be extended to all relevant CPSs. This is different from horizontal interoperability which may only be relevant and proportionate on certain CPSs and
which would benefit competitors and users
- Horizontal interoperability could be imposed on certain CPSs (e.g. social networking services) in a way that allows market contestability and the provision of competing services/products. This would concern GK’s key services and key functionalities which are needed to reach this objective and would not be limited to ancillary services. This would be a tailored remedy: an assessment will thus ensure that it is correctly detailed and proportionate.

For NI-CS: ECS regulators already have the powers to impose interoperability measures to ensure end-to-end connectivity between NI-ICS under Article 61(2) point c) of the EECC, as well as by means of asymmetric regulation.

| 3 | Unjustified denial of access to relevant data on reasonable terms where barriers to replication are high and non-transitory. Example: refusing access on fair, reasonable and non-discriminatory terms to data that end-users allow the GK to share not necessarily related to a specific business user (refusal to deal). |
| 4 | Self-preferencing, e.g. unfairly favouring own products and services to the detriment of competing businesses. Examples: - unfair ranking/steering, - pre-installation and default settings of only one’s own products/services. Those practices allow gatekeepers to strengthen their ecosystem. |

Point (i) of Article 6(1) allows a business user to access data generated by that business user and its end-users. However, other types of data could appear relevant in some cases to enable inter-platform competition.

Article 5(g) deals only with advertisement data, and point (j) of Article 6(1) with search data. But other CPSs do not seem addressed by DMA.

Point (d) of Article 6(1) forbids unfair ranking of services and products. However, it does not consider the impact of default settings on users’ choice.

Article 2(18) refers to ranking in specific CPSs such as online intermediation services, online social networking and online search engines. However,

- Obligations on ranking could be extended to all CPSs where ranking occurs, thus also including video-sharing CPS
### 5. Preferencing of a specific third party.

Unfairly favouring a third party’s products and services to the detriment of competing businesses. Examples:

- unfair ranking/steering for third-party’s products or services,
- pre-installation and default settings of that third party’s products/services,
- discrimination in enforcing terms and conditions without reasonable cause.

Point (d) of Article 6 (d) forbids unfair ranking of some third parties (i.e. subsidiaries of the GK) but not all.

### 6. Imposing exclusionary terms and conditions for attaining and/or retaining access.

Examples:

- unfair blocking (e.g., the GK blocking certain functionalities offered by app providers/developers such as other payment services than the GK’s own without reasonable cause),
- unfair delisting
- unreasonable performance targets.

Unfair delisting and unreasonable performance targets for example do not seem explicitly covered by DMA.
Tying and bundling (e.g. with the goods/services offered by the GK, and/or specific third-party business users) if the conduct e.g. reduces the ability of competitors to provide a specific service/good or disproportionately raises barriers to entry by requiring to enter multiple markets simultaneously, or at least offer additional products or services, in order to compete without objective justification.

Tying and bundling strengthen gatekeepers’ ecosystem power. Tying particularly may tend to undermine competition on the merit.

Point (b) of Article 6(1) allows to uninstall preinstalled applications which can be seen as a bundled offer.

- But other tying and bundling issues do not seem to be covered.
- While tying should be prohibited per se, BEREC believes that bundles offers may also have positive effects and therefore deserve a specific assessment. To this end, BEREC proposes that bundling is addressed by tailored remedies. The appropriate regulatory measures addressing tying and bundling should apply to all relevant CPSs, even if the bundled/tied service/product does not meet the threshold in Article 3(2) point (b).

Unreasonably restricting the possibility for business users to provide information to its end-users through the platform.

Example: stopping providers of complementary services from informing end-users about alternative avenues where their complementary service can be consumed/purchased.

Article 5(b) ensures business users can use alternative intermediation services to reach their users.

Article 5(c) ensures business users can promote their offers.

Strategically and unreasonably denying business users' or competing platforms access to relevant information which would be essential to provide services and products.

Such practices strengthen gatekeepers’ ecosystem power. They benefit from economies of scale and scope as well as information asymmetries which cannot be duplicated by competitors.

Point (j) of Article 6(1) deals with access to search data, but only for direct competitors and not in a context of interoperability with the GK’s platform.
<table>
<thead>
<tr>
<th></th>
<th>Exploitative conducts (practices that are harming business users and/or end-users directly)</th>
</tr>
</thead>
<tbody>
<tr>
<td>10</td>
<td>Not allowing an end-user to access the platform on equal terms as other end-users</td>
</tr>
<tr>
<td></td>
<td>Point (k) of Article 6(1) deals with business users only, and CPSs other than app stores do not seem to be addressed.</td>
</tr>
<tr>
<td></td>
<td>• A reference to “end-users” should be added in point (k) of Article 6(1)</td>
</tr>
<tr>
<td></td>
<td>• Fair and non-discriminatory conditions should be applied across all CPSs</td>
</tr>
<tr>
<td>11</td>
<td>Imposing unreasonable terms and conditions for business users for access to the platform (including aftermarkets), to data or to other essential inputs.</td>
</tr>
<tr>
<td></td>
<td>Example: excessive pricing.</td>
</tr>
<tr>
<td></td>
<td>Partially</td>
</tr>
<tr>
<td>12</td>
<td>Imposing unreasonable terms and conditions to end-users for access to the platform.</td>
</tr>
<tr>
<td></td>
<td>Example: excessive gathering of end-user data.</td>
</tr>
<tr>
<td></td>
<td>Partially</td>
</tr>
<tr>
<td>13</td>
<td>Gathering and combining end-user data from all or various business units where the GK is active and other third-party sources without consent.</td>
</tr>
<tr>
<td></td>
<td>Such practices unduly strengthen gatekeepers’ ecosystem power. They benefit from economies of scale and scope as well as information asymmetries that cannot be duplicated by competitors.</td>
</tr>
<tr>
<td></td>
<td>Yes</td>
</tr>
<tr>
<td>14</td>
<td>Refusing data portability and de facto locking end-users in (making it very difficult or impossible to switch platform).</td>
</tr>
<tr>
<td></td>
<td>Yes</td>
</tr>
</tbody>
</table>

**Article 5(a)** forbids combining personal data sourced from different services without users’ consent.

**Article 5(f)** forbids requiring subscription to a CPS as a condition to access to another CPS.
Where portability is granted on discriminatory conditions (e.g. self-preferencing), such practices will tend to unduly strengthen gatekeepers' ecosystems by locking-in end-users.

<table>
<thead>
<tr>
<th>Transparency-related issues</th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td>15</td>
<td>Strategic use of unclear or incomplete terms and conditions towards business users.</td>
</tr>
<tr>
<td></td>
<td>Partially</td>
</tr>
<tr>
<td></td>
<td>Point (k) of Article 6(1) ensures fair Terms of Services for app stores but not for other CPSs.</td>
</tr>
<tr>
<td></td>
<td>• Fair and non-discriminatory conditions should be applied across all CPSs</td>
</tr>
<tr>
<td>16</td>
<td>Lack of transparency towards content providers (business users as well as end-users) as to the rules of ranking algorithms.</td>
</tr>
<tr>
<td></td>
<td>Partially</td>
</tr>
<tr>
<td></td>
<td>Point (d) of Article 6(1) ensures fairness of ranking algorithms when third-parties offer similar services or products with the GK’s.</td>
</tr>
</tbody>
</table>

8. ENFORCEMENT

In this chapter, BEREC proposes some elements which are key for ensuring an enforceable regulatory framework. In section 8.1, BEREC explains why it is necessary that all relevant stakeholders are involved in the regulatory dialogue. In section 8.2, BEREC proposes to set up a dispute resolution mechanism for solving potential grievances in a limited timeframe for the intervention to be effective. Based on the experience from the ECS sector, examples are presented about technical knowledge-building, the set-up of a regulatory dialogue, as well as a dispute resolution mechanism, which can be useful in the context of the DMA.

Annexes I and II complement BEREC views on enforcement illustrating how this regulatory dialogue is needed for the appropriate definition of some regulatory measures and how dispute resolution mechanisms can be used to quickly address issues between the gatekeeper and its users.

8.1 A structured regulatory dialogue for knowledge-building and definition of effective regulatory measures

For a regulatory framework to be effective, sound knowledge and detailed understanding of the business models and technicalities of the sector(s) must be built up. Especially in highly technical sectors with significant information asymmetries, such as the digital environments, a
constant regulatory dialogue is needed to develop hands-on experience and knowledge. This can only be done in a framework fostering structured and regular interactions with all relevant types of stakeholders. Furthermore, this dialogue allows for a more robust and fine-tuned regulation and increased transparency of the decision-making process that ultimately leads to a swifter implementation and decreases litigation.

Digital platforms are operating in a multi-stakeholder environment. The regulatory measures to be implemented affect the concerned gatekeeper but are primarily aimed at creating fair conditions for business users dependent on the gatekeeper, lowering barriers to entry for (potential) competitors, and benefitting end-users using the services of the digital platform. If the specification of the obligations or the design of the remedies and their effects are only discussed and tested with the concerned gatekeeper, the EC as the DMA enforcer will only get a one-sided view on their effectiveness. For this reason, BEREC considers that, for the regulatory framework to be effective, it is essential that, next to the concerned gatekeepers, all actors – business users, (potential) competitors, standard-setting associations, end-users and civil society – are involved in the regulatory dialogue in a structured and efficient manner to provide their views, experience and expertise. Indeed, counterarguments, additional information and insights coming from all these stakeholders are fundamental to develop a sound and critical knowledge of the sector, to shape an effective intervention, to monitor its efficiency in real time, and to adjust the regulatory measures where needed69. By doing so, the regulatory measures on gatekeepers can be effective immediately, thus ensuring the swiftness of the regulation, and unwanted and potentially irreversible effects can be avoided.

While this structured dialogue is essential to guarantee effectiveness of the regulatory measures, it should be underlined that the involvement of all kinds of stakeholders pertains to information gathering and knowledge-building and not to co-regulation. The final definition of the relevant provisions in the DMA with respect to the imposition of and the actual enforcement of the regulation would solely remain in the hands of the regulatory authority. By consulting the different parties and building hands-on expertise – while remaining the sole designer of the tailored remedies–, the regulatory authority can stay one step ahead and obtain a better-informed position to evaluate the regulation.

In the DMA proposal, a regulatory dialogue with the relevant gatekeepers is mentioned several times. In fact, according to recital 29, “implementing measures that the Commission may by decision impose on the gatekeeper following a regulatory dialogue should be designed in an effective manner, having regard to the features of core platform services as well as possible circumvention risks and in compliance with the principle of proportionality and the fundamental rights of the undertakings concerned as well as those of third parties”. In this line, and based on BEREC’s experience, the same regulatory measure can be implemented in different ways, with potentially different results. For instance, the technical design of a regulatory measure affects its level of effectiveness. Therefore, a structured regulatory dialogue is not only needed to get a comprehensive knowledge of the context where regulatory measures should be imposed, but also to reach the optimal effectiveness, minimising risks of circumvention.

---

69 Either by tailoring additional remedies or by updating the obligations in Articles 5 and 6
Additionally, many of the regulatory measures will translate in a de-facto standardization of aspects related to the communication among different actors (business users/platforms, data sharing among platforms or even platforms/end consumers), so a dialogue with all types of actors involved is advisable to ensure its effectiveness with a comprehensive view. The EC refers to the dialogue aimed to ensure a correct tailoring and an adequate implementation of the regulatory measures of the DMA proposal. BEREC agrees with the EC that this dialogue is needed for this purpose.

The regulatory dialogue should start at an early stage, i.e. immediately when the regulation is in place in order to build the relevant and necessary knowledge to make any regulatory intervention fit for purpose. Such dialogue should be constantly fed, especially when regulatory measures needing further specification are being tailored. Before the regulation is in force and a formalised dialogue is put in place, BEREC believes the EU competent authority should already engage in formal and informal exchanges with all parties in order to make sure that the remedies under design would be as efficient as possible.

The dialogue should be maintained, so that the EU competent authority can monitor whether tailored remedies should be fine-tuned or if regulation might be softened. Regulatory dialogue is also needed to monitor compliance with regulatory measures, to assess whether action from the EU competent authority is needed, or even to detect the emergence of new situations that may trigger a market investigation. And, last but not least, constant dialogue with all types of stakeholders is also essential to build further knowledge about the core platform services; evolutions in the digital environments should be followed and information asymmetries should also be reduced.

Both BEREC and its members have hands-on experience with such a broad stakeholder regulatory dialogue; they can affirm that such an approach is key to ensure an efficient ex ante regulation. NRAs have a continuous and repeated dialogue with all types of actors of the sector (incumbent operators, alternative operators, consumers associations, local authorities, civil society, and so on). By doing so, the NRA reduces information asymmetries making its intervention fit for purpose for the benefits of businesses, end-users and society at large. For example, NRAs often set up and oversee permanent, regular or occasional committees gathering stakeholders or experts to design obligations and thus ensure the effectiveness and efficiency of the remedy. This is typically the case for e.g. interoperability or number portability remedies.

In some countries for instance, committees, chaired by the NRA and involving operators and when appropriate, local authorities, issue opinions on technical matters that the regulator may take into consideration. Stakeholders can give their opinion on the reference offers related to access or interconnection that the regulator imposes on the regulated actors to adopt where relevant, including details on exchange of information, protocols, etc. NRAs in general often carry out public consultations to receive feedback from all relevant stakeholders before decisions are made. Another example is given where industry groups are organised by the regulator to involve market players in regulatory changes. They are informed about potential changes and can give input to modify these changes. On a less formal basis, NRAs maintain constant interactions with stakeholders, collecting information and data on a regular basis and dialoguing with the sector. This is also the case for number portability where the obligation has
to be established and implemented by the different operators to make it possible. For example, some regulators organise techno-economic fora with operators and equipment vendors, seeking expert views and the required knowledge to effectively address the technical, economic and organizational issues this kind of technical remedy implies in stakeholders’ ecosystem. This fruitful collaboration was key to successfully design the technical specifications of the number portability obligation including details interfaces, procedures, etc. In a similar manner, the technical specification for IP interconnection is often also agreed by operators in fora hosted by the NRA before the remedy is actually imposed in voice termination markets. This model of regulation allows the regulator to benefit from the expertise of the stakeholders, which might be crucial to set de facto standards where appropriate, or to specify the interfaces that should be opened, the type of information that needs to be shared along with data formats, etc. Other tools to collect stakeholders’ views include the organisation of public consultations e.g. on remedies that will be imposed.

In the context of the DMA, such tools seem to be particularly valuable when adopting a decision pursuant to Articles 3, 7, 8, 9, 15, 16, and 17 of the DMA proposal. Formal public consultation foster transparency, efficiency, and participation letting all kinds of stakeholders express their views and inform the EC about potential problems and so improve final decisions.

BEREC’s views on the need for a structured dialogue with all stakeholders have been endorsed by stakeholders participating in the public consultation of the draft for this report. Responses to the public consultation have generally shared BEREC’s position that the benefits of the regulatory intervention are not just a matter of applying measures fast, but about making sure that they reach the given objectives within a reasonable timeframe.

Finally, BEREC wants to point out that decisions should also take opinions by the leading European bodies for the enforcement of other relevant regulations (sector regulators, data protection, consumer protection, competition authorities and others – if applicable) into utmost account, in order to ensure full compliance with other EU legislations.

### 8.2 A dispute resolution mechanism

Given the pervasiveness of gatekeepers’ business (leading to a high number of stakeholders involved), highly-technical nature of the digital environments and the conflicting objectives that consumers, business users, competitors and gatekeepers might have in the market, BEREC believes that an easily accessible and effective dispute resolution mechanism should be put in place by the EU competent authority to maximize the effectiveness of DMA provisions’ enforcement.\(^7\) Indeed, non-judicial, dispute resolution mechanisms for business users and platforms competing with gatekeepers are however missing in the DMA proposal.

For the groups directly affected by the behaviour of the gatekeepers, it is crucial to have an easy access to a swift and effective dispute resolution mechanism. Indeed, dispute resolution

\(^7\) BEREC is aware of the dispute resolution mechanism in the Platform to Business Regulation. However, given that the Platform to Business Regulation has a different scope than the DMA, a dispute resolution mechanism is also needed for the DMA.
can be seen as a private enforcement mechanism where plaintiffs monitor regulated actors’ behaviour and bring the case to the regulator which will have the opportunity to first, enrich its knowledge on practices, and second, enforce regulation where relevant.

Similarly to the experience in the ECS markets (see Annex II), BEREC thinks that this procedure should be set within a tight timeframe to ensure a rapid response to the requester. If the request is considered admissible and justified, the regulator may issue injunctions (not sanctions) against an actor. Indeed, the goal is not to punish unlawful practices but to help building a sustainable market in the future. Dispute resolution mechanism can be conducted by an independent regulatory body that adopts an administrative decision having binding effects on the parties involved. This kind of mechanism is an alternative to court proceedings, as it should be faster in order to be compatible with the timing needed by business processes compared with voluntary agreement mechanisms and court proceedings. This agile, non-repression focused mechanism is more easily used by dependent smaller players. Dispute resolution makes it possible to build an efficient competitive market with economic players through “operationalized” regulation: it can help all parties (not only the two parties involved) to interpret the provisions of the regulation, and better understand how to apply them operationally on specific use cases. As such, the decisions taken in a dispute resolution mechanism often have a ripple effect shaping practices in the whole market.

An important point to consider is that while the reach of digital gatekeepers is pan-European, most business users dealing with them are national – being this even more true for consumers. There are more than 10,000 digital platforms in the EU, among which 90% are small and medium sized enterprises (SMEs).71 40% of companies that sell products online do it through an online marketplace.72 88% of the business users state that they have encountered unfair trading conditions on large platforms*.73 As an example, we should consider the fact that, on average, in order to be designated as gatekeeper, among other prerequisites, the digital platform has at least 10,000 business users or more74. It is therefore likely that a high number of disputes may arise when the regulation comes into force (and could be seen as burdensome by a centralized EU regulator).

Considering the (potentially highly) technical nature of the disputes, BEREC is of the opinion that a dedicated mechanism that is able to deal with complaints should be created. Such a dispute resolution mechanism, which might include addressing disputes with end-users at national and cross-national level, will likely require additional resources to be allocated to the EU competent authority. NRAs have long experience with such a mechanism given that the ECS regulatory framework includes a dispute resolution procedure to solve grievances between operators.

---

72 Eurostat (2019)
73 Responses on New Competition Tool : https://ec.europa.eu/info/law/better-regulation/have-your-say/initiatives/12416-New-competition-tool/public-consultation
74 For instance, a potential gatekeeper such as Amazon has between 200,000 and 250,000 business users in Spain, Germany, Italy and France (https://www.marketplacepulse.com/articles/amazon-has-three-million-active-sellers). Besides, Facebook has 160 million business users worldwide (https://about.fb.com/news/2020/05/state-of-small-business-report/).
In addition, BEREC recognises that national actors (i.e., business-users operating in a single MS) may face barriers in contacting the EC directly to raise a complaint. Language barriers, procedures or lack of physical proximity may inhibit the ability of local business-users to raise issues.

From an operational viewpoint, BEREC would like to clarify that if parties want to raise a case before NIAs under the DMA, the dispute should satisfy the following criteria:

- be focused on issues treated by the DMA (i.e. contestability and fairness in the current proposal). Issues related to other legislations (GDPR, competition law, consumer protection law, P2B regulation, etc.) should rather be handled by the competent authorities;
- be remedy-specific, meaning that they should be precisely related to the (implementation of) obligations and remedies imposed according to DMA, applicable to a certain CPS provider, duly designated as GK; and be presented by an eligible/qualified actor, such as a business user, a qualified organisation (e.g. consumer associations) or a sufficiently large number of end-users;

BEREC considers that NIAs could play an active role in supporting the EC in resolving disputes, in particular where national actors are involved. Participation of NIAs in this process could reduce the burden placed on the EC and improve the accessibility of dispute resolution mechanisms to national business-users. At the same time, a strong emphasis on co-ordination and EU level oversight – through the involvement the DMA Advisory Board – could ensure a harmonised approach (see chapter 9). There are several mechanisms which could be employed to minimise any risk of fragmentation. BEREC will discuss three of them in paragraphs below.

Under one approach, NIAs could predominantly act as the first point of contact with complainants, as they can verify if complaints fulfil the criteria specified above before conveying them to the EC for consideration. Under this approach, NIAs would provide a dedicated information and complaints desk in each MS to check if complaints qualify but would leave resolution of disputes solely to the EC. Where appropriate, similar cases could be grouped to resolve disputes efficiently. A benefit of this approach is that with all disputes being resolved centrally, the risk of fragmentation or of a lack of harmonisation is reduced considerably.

To take account of the potentially significant number of cases to be handled throughout Europe to address the problems experienced by business-users, an alternative approach could entail NIAs resolving disputes (or a subset of disputes) at a national level but in an EU-harmonised manner. There are several possible approaches which could be employed to ensure harmonisation, such as harmonised principles, detailed guidelines, or indeed, national decisions could be subject to review or approval by the Advisory Board (also involving the EC).

Thirdly, a mixed approach could be applied. In this case, some straightforward disputes could be solved at the national level (with review from the Advisory Board) while complex or transnational disputes could be escalated to the EC. It may be reasonable to consider that as experience is developed, some disputes which are dealt with by the EC, would establish precedent, which could subsequently be applied by NIAs in solving national cases (subject to
review of the Advisory Board). Under this approach, key disputes could be resolved centrally by the EC and the Advisory Board could ensure that any disputes resolved at the national level are harmonised with existing precedent while reducing the burden on the EC.

Regardless of which approach is applied, BEREC considers that close co-ordination between NIAS and the EC will be crucial to resolve disputes effectively, underscoring the key role of the Advisory Board being proposed. Relatedly, under each of these approaches, where complaints arise which are beyond the scope of the DMA (e.g., GDPR, competition law, consumer protection law, P2B), NIAS could redirect these complaints to other competent authorities.

For monitoring whether the regulatory intervention put in place is effective or not, it is also important that the EU competent authority has the legal power/competence to collect all relevant data and information in an easy and efficient way. BEREC therefore supports that the EC has taken this into account in the DMA proposal.75 These powers should be extended to national authorities if they get an assisting role in monitoring the effectiveness of the regulatory intervention.

Regulating a sector ex ante involves continuous work for a long period of time. In the next chapter, BEREC will present several tasks and missions which could be carried out at the national level in order to make sure that the regulatory measures would be implemented in an effective and efficient manner.

9. ENHANCING ASSISTANCE FROM NATIONAL INDEPENDENT AUTHORITIES FOR AN EFFECTIVE ENFORCEMENT

In this chapter, BEREC will present how NIAS could assist the EC as the DMA enforcer and how this support could be put in place for the DMA enforcement to be truly effective.

The exchange of information and expertise between NIAS and the EC should result in quick decision-making as well as a swift and effective enforcement in view of the objectives of the DMA.

Given the pan-European reach of the main digital gatekeepers, BEREC endorses that the regulatory authority implementing and enforcing the DMA should be at the EU level. A harmonized approach is also key for European businesses to avoid fragmentation and inconsistency in the implementation of the DMA in different Member States. BEREC believes that strengthening the internal market for digital services by setting out harmonised rules across the EU should be a crucial objective for the DMA. This is also the case of the EECC, which includes the pursuit of the internal market as one of the four overarching objectives of the regulatory framework.

75 See Articles 19, 20 and 21
At the same time, BEREC thinks that “close cooperation with and between the competent independent authorities of the Member States, with a view to informing its implementation and to building out the Union’s expertise in tackling fairness and contestability issues in the digital sector” should be further developed in the proposal.

In this context, the EC plans to establish an information exchange with Member States via the Digital Markets Advisory Committee (DMAC), which shall deliver opinions on certain individual decisions of the EC as the DMA enforcer. BEREC believes that, along with the DMAC, competent NIAs can play a very valuable role in assisting the EC based on technical independent expertise in NIAs.

Involving NIAs holding ex ante expertise and/or competence in the digital field (e.g. ECS regulators and/or data protection authorities) would provide for a real added value to the EC’s design and enforcement of the DMA in a cross-cutting manner. Next to in depth knowledge about these fields, national authorities have relevant expertise in e.g. information gathering, continuous monitoring of markets and innovations, design of regulatory measures, dispute resolution, enforcement and market investigations on which the EC could rely.

To coordinate this support, BEREC considers that it would be appropriate and beneficial to establish a specialized Advisory Board composed of representatives of NIAs (hereinafter the Advisory Board).

The resources available through the above-mentioned Advisory Board could, by complementing and/or reinforcing the staff of the EC as the DMA enforcer, enhance the effectiveness of the implementation of the DMA, and alleviate the burden on the EC.

The above would need implementing an efficient coordination mechanism between the EC as the DMA enforcer and authorities at a national level (like NRAs) in practice. Such coordination would be assured by an Advisory Board harmonising the support of NIAs, as described in section 9.2

9.1 Assistance by national independent authorities

9.1.1 Information (data) gathering

The EC as the DMA enforcer will have the power to request information from (associations of) undertakings including access to databases and algorithms, to conduct interviews, take

---


77 On 18 May BEREC organised a virtual workshop on End-users in the context of the Digital Markets Act. During this workshop, the representative of Article 19 as well as the representative of BEUC acknowledged the specific expertise from different regulatory bodies (competition authorities, data protection authorities, consumer protection authorities and other regulatory authorities) to assist the EC throughout different tasks (from designing the obligations during the legislative process to monitoring and enforcing them. According to Article 19: "A constant dialogue and exchange would help to avoid any conflicting approach, because the sector will be regulated by a number of different regulatory frameworks (GDPR, DSA, DMA, EECC)." During another virtual workshop held on 28 april 2021, related to Market Entry in the context of the Digital Markets Act, Cdiscount also stressed that coordination and cooperation mechanisms across Europe between competent national authorities in competition and data protection are needed, which is in line with the BEREC proposal.
statements and perform on-site inspections. This is key to reduce information asymmetry and build the necessary know-how for an appropriate and effective intervention.

In order to be effective, information from gatekeepers, other significant digital platforms and national business users across the EU should be gathered both systematically and continuously. This is essential in regulated markets, where by means of objective, structured and easily-comparable data, the effects of an intervention can be measured and adapted when necessary. Systematic data collection will incite gatekeepers to actually collect and keep track of the relevant data. It may not always be possible to ask for specific data ex post if the gatekeeper was not aware that specific data would be required at a certain point in time to assess the efficiency of the regulation. Adequate data on major developments in the market can also serve as a basis for the review of the regulation.

Data collected from market players (e.g. concerning prices or quality of service) can be complemented with a variety of other sources of data that are crowd-sourced – i.e. directly provided by the users – as well as data that is made publicly available. Telecom NRAs are familiar with such data-driven regulation and this experience will be particularly relevant in digital markets.

Systematic and continuous data collection by NIAs in relation to national business users located in their country should be harmonized and serve as a robust basis for monitoring activities at EU level (see 9.1.2 below). In BEREC’s view, such assistance to the EC shall be provided in the context of an Advisory Board, in which NIAs shall cooperate with respect to digital matters for the sake of consistency (see section 9.2 as concerns the tasks and composition of such Board).

With respect to this matter, we refer to the experience of BEREC, for example, in the ongoing work on data collection from OTT players (i.e. formulating guidelines on harmonized indicators for data collection at national level from NI-ICS and video-streaming services) or the international roaming benchmark data reports.

9.1.2 Monitoring of the market and the competitive landscape

Effective monitoring requires the availability of consistent qualitative and quantitative data that should be gathered as explained above.

---

78 See for instance, Arcep’s quantitative surveys and map-based tools for monitoring fixed and mobile connectivity: https://en.arcep.fr/maps-data.html. Data are both gathered by the NRA and crowdsourced and are made publicly available in a user-friendly format. The objective is to monitor markets, inform and empower users.

79 Platforms that fall within the scope of the DMA can be active on a different level in different Member States. Gathering data on a national level would therefore be insightful.


To keep pace with the developments in a constantly changing environment, continuous monitoring of relevant changes in dynamics as well as new technical and business models would help in lowering the information asymmetry between the EC as the DMA enforcer, the gatekeepers and competing platforms and would be essential in order to be able to anticipate and timely intervene in order to prevent unfair practices towards business users and end-users. BEREC thinks that NIAs could help in the monitoring process, which would eventually improve competition among platforms to the benefit of business users. Not only competition-related issues but also end-users’ concerns can be spotted more rapidly at national level.

This monitoring role could go along with the appointment of independent external experts and auditors which could assist the EU authority in monitoring the compliance of gatekeepers with the regulatory measures (see point 9.1.3 below) and provide specific expertise/knowledge to the EC pursuant to Article 24 of the DMA proposal.

In BEREC’s opinion, it would be appropriate to “institutionalize” this responsibility and be explicit on the involvement of NIAs, since they have already developed the tools and expertise at the national level to (pro)actively monitor the evolution of the state of competition with national market players in the ECS sector. They are therefore well-placed to use these skills to monitor gatekeepers’ activities and their impact in the respective national footprints.

### 9.1.3 Market investigations and monitoring of compliance of gatekeepers with regulatory measures

The EC foresees three types of market investigations, respectively:

- To designate gatekeepers (Article 15)
- In cases of systematic non-compliance (Article 16)
- To add new services to the list of core platform services and/or detect practices that may limit the contestability of core platform services or may be unfair and which are not effectively addressed by the DMA regulation (Article 17)

82 Since March 2020, BNetzA is conducting a public consultation with business customers of digital platforms. Between March and August 2020, a total of 210 business customers reported on their experiences with marketing and sales activities via digital platforms in Germany. The interim results are available under the following link (www.bundesnetzagentur.de/digitalisation-consultation). By the end of 2020, already 317 business customers reported on their experiences and difficulties.


84 NRAs already continuously analyze the telecommunication markets and are – as national players – well aware of national developments. At the retail level, we refer to pricing studies that compare national telecom prices or international studies that compare prices with other countries. A lot of NRAs also monitor qualitative aspects by analyzing e.g. coverage by mobile operators. On the wholesale level, NRAs monitor competition level e.g. via yearly and ad hoc questionnaires to market operators but also through complaint handling mechanisms (see point 4 below).

85 BEREC at EU-level also closely monitors and reports on market developments in the electronic communications sector and publishes its annual report on sector developments in the EU. (https://berec.europa.eu/eng/document_register/subject_matter/berec/annual_reports/9275-berec-annual-reports-for-2019), especially chapters 2.4.2, 2.5.5., 2.6.7., 2.6.8, 2.6.9, 2.6.11.
BEREC believes that NIAs could assist the EC as the DMA enforcer in these market investigations in order to improve the understanding and knowledge of the national contexts and specificities of the different Member States. We refer to the need for a broad regulatory dialogue and also the possibility to turn to an information and complaint desk as explained in Chapter 8.

Similar to the ECS sector, NIAs can provide valuable help in monitoring compliance with regulatory measures. In this respect, BEREC suggests to extend the provisions of Article 33 to trigger an investigation according to Article 15 also to investigations according to Articles 16 and 17. Through the monitoring and data-gathering tasks they could carry out, BEREC considers that NIAs would have the ability and knowledge to advise to trigger a market investigation into systematic non-compliance (Article 16) or into new services and new practices (Article 17).

### 9.1.4 Enforcement of regulatory measures

Relevant provisions in the DMA regarding the responsibilities of national authorities in enforcing the Regulation with regard to (pan-European) gatekeepers are dealt with in Article 1(7), which states that the Commission and the Member States shall work in close cooperation and coordination in their enforcement actions. BEREC agrees that enforcement can only be effective in the framework of a regulatory dialogue and efficient cooperation mechanism between the EU and the national level. In this regard, BEREC refers to the experience of its members in the field of ECS as regards enforcement which could also be useful for the enforcement of this Regulation.

### 9.1.5 Dispute resolution

The Commission states that in order “to safeguard a fair commercial environment and protect the contestability of the digital sector it is important to safeguard the right of business users to raise concerns about unfair behaviour by gatekeepers with any relevant administrative or other public authorities.”

As addressed in Chapter 8, concrete provisions regarding dispute resolution mechanisms for consumers are however missing in the DMA. For business users, the P2B regulation includes some form of mediation as well as public bodies representing business users, but there remain issues which cannot (or only partially) be addressed when applying in the context of the DMA the mediation mechanism set out in the P2B regulation. BEREC considers that an effective dispute resolution mechanism will be key in such markets where the relationship between the gatekeeper and its business users is significantly unbalanced and where a swift intervention is needed to reduce the negative effect on competition dynamics (see Chapter 8 for more details).

---

86 Moreover, BEREC underlines that Member States in Article 33 should include national authorities.
87 Recital 39 of the DMA proposal
BEREC’s experience with applying *ex ante* regulation for electronic communication services shows that conflicts often may arise in the practical implementation of obligations, and that dispute resolution mechanisms allow for a quick and effective application of the regulation by avoiding lengthy judicial procedures, which is critical in many cases. Such mechanisms already exist in the ECS *ex ante* regulatory framework where in case of grievances, telecom operators can easily approach the NRA to pursue a settlement within a short timeframe (i.e. generally up to four months\(^89\)). In this respect, we refer to the two-pager in which the concrete example of dispute resolution mechanisms in ECS markets is presented (Annex II) and to section 8.2 to see how such mechanisms could be applied in the context of the DMA.

The DMA proposal would also benefit from implementing a mechanism that would ensure its effective enforcement. Such a mechanism can be supported by the experience of NIAs that could act as initial contact point for national players and/or end-users or even, play a more active role in resolving disputes in an EU-harmonised manner. Chapter 8 above outlines various roles that NIAs could play in a dispute resolution mechanism to reduce the burden placed on the EC while ensuring a harmonised approach across Europe.

For many cases, dispute resolution would be more efficiently carried out at the national level. The added value of national assistance in this field is multiple:

- Barriers for raising complaints and signalling potentially unfair practices by gatekeepers must be kept as low as possible. For SMEs, the proximity of national regulators is a major advantage;
- To be designated as such, gatekeepers must have more than 10,000 yearly active business users. Given the relevance of the concerns addressed by the DMA, it is very likely that a significant number of disputes will be filed over the years. Many of these could be handled at national level, in a coordinated way with other NIAs and the EU authority. The use of resources at national level would also alleviate the regulatory burden at EU level.

The proposed Advisory Board would provide for support to the EC on the harmonization and grouping of dispute resolutions, acting as a coordination entity to facilitate the sharing of views and experiences.

### 9.1.6 Guarantee the coherence of overlapping and complementary regulation

Some national authorities have competencies that are complementary – and sometimes even overlapping – with the competences of the EC in the framework of the DMA. This is the case for NRAs in the field of electronic communications, that have the competence to regulate NI-ICS *ex ante* under the EECC\(^90\), while such services are also considered as a CPS in the framework of the DMA. The powers for NRAs under the EECC regarding NI-ICS include

---

\(^{89}\) Up to six months under exceptional circumstances in some countries

\(^{90}\) No NRA has imposed such regulation.
symmetric and asymmetric regulation. Regulatory enforcement also consists of market monitoring, information requests, (potentially cross-border) dispute resolution at the retail and wholesale level, protection of end-users’ rights (including non-discrimination, obligations for information in contracts, transparency obligations, as well as information obligations related to quality of service).

Furthermore, some NRAs are progressively being assigned competences in the digital field, e.g. with regard to geo-blocking, data governance, electronic identification, monitoring digital platforms or artificial intelligence, which further suggests there is merit to involve them in the future DMA-related regulatory processes, in a similar manner to a collaborative model among different authorities at national level as far as “digital matters” are concerned.

This suggests it is worth considering a “joint-powers” approach in relation to digital matters, which can be justified by the suitability of such a model to maintain a comprehensive oversight of online actors and to select the most appropriate array of regulatory tools to use from across different sectors, with the aim of effective, coherent regulation and avoiding any unnecessary legal overlap.

9.2 An Advisory Board harmonising the support of NIAs

In order to give concrete shape to the overall cooperative framework the EC has in mind, BEREC considers that the structural involvement of established NIAs should be embedded in the DMA.

BEREC is of the view that the advisory power of Member States through the DMAC (a comitology procedure) is beneficial in some circumstances but could be enriched by complementary, specialised and independent expertise coming from NIAs. A more comprehensive structural support by Member States than what is foreseen in the currently proposed DMA would indeed be valuable. Collaboration from NIAs could lower the regulatory burden for the EC as the DMA enforcer given the high number of actors potentially affected by the regulatory measures including downstream or upstream business users and competing platforms.

BEREC recognises that such national support would need to be harmonised. This is however not new to regulated sectors where bodies or agencies at the EU level are ensuring regulatory consistency across countries. For instance, in the field of ECS, NRAs operating under the BEREC umbrella are already carrying out tasks such as information gathering, monitoring of compliance, etc. using standardised formats that can be aggregated to get a comprehensive view at the EU level. As previously highlighted, this is already done by BEREC for the international roaming market.  

91 While symmetric regulation applies to all market players regardless of market power, asymmetric regulation applies only to in particular operators with significant market power.

92 See BEREC International Roaming compliance reports (e.g. BoR (13) 126), International Roaming BEREC benchmark data Reports (e.g. BoR (20) 157) or the BEREC reports on transparency and comparability of international roaming tariffs (e.g. BoR (19) 235), all of them regular reports EU-wide and built based on contributions from NRAs and operators.
BEREC considers it preferable that such support is provided by independent authorities.93 This neutral advising role could complement the set-up currently proposed in the DMA. The DMAC is likely to consist of political representatives of Member States who do not necessarily have practical experience with *ex ante* regulation nor expert knowledge and experience with the day-to-day issues with the gatekeepers and its procedures, and its scope of action is defined by Regulation 182/2011 (comitology). Moreover, in absence of independent authorities’ presence or role, there is a risk of mixing policy-oriented solutions proposed by political bodies with regulatory solutions proposed by regulators.

The role of the Advisory Board would consist of coordinating and harmonising tasks which are carried out at the national level while it would add quality to the process and speed up decision-making. Indeed, based on its experience, BEREC considers that it may be efficient and streamlined if national experts convene and issue a joint opinion94 within the Advisory Board.

The Advisory Board can also serve as a body for reflection, debate and advice for the European Commission, the Parliament and the Council on issues related to the DMA. The Advisory Board could accordingly advise the European Parliament, the Council and the Commission, at their request or on its own initiative.

Thus, the Advisory Board would best serve as a technical and independent entity supporting the EC as the DMA enforcer. Moreover, this Advisory Board would guarantee a high level of independence in what is in essence a regulatory activity, and bring valuable experience in terms of first-hand knowledge of competitive dynamics at national level.

The Advisory Board would embody the technical expertise of its independent member authorities, together with their awareness about the activities of digital services at national level, playing a pivotal role in supporting the eventual EC’s decision-making.

In this context, the Advisory Board may be responsible – *inter alia* – for the following tasks:

- Coordinated data collection and monitoring throughout the Union, including on enforcement;
- Informing the EC in relation to its decision-making and market investigations (e.g. helping the commission designate new gatekeepers as well as emerging gatekeepers pursuant to Article 15(4) of the DMA proposal);
- Raising awareness of specific concerns or issues emerging at national level;
- Ensuring that DMA decisions are coherent with other related regulation (e.g. electronic communication; media; data protection);
- Support the EC with respect to:
  - Technical implementation matters;
  - Checking compliance with the obligations defined at EU level;

---

93 A regulatory authority should be independent (i.e. as in “independent of short-term political cycles, industry as well as other stakeholders’ pressures, aiming at ensuring the necessary stability of the regulation and an efficient intervention in the markets”

94 Similar to the procedures in the ECS-framework where BEREC opinions are issued following phase II cases according to Article 33 of the EECC.
o Harmonization of dispute resolution procedures at national level;
o Issuing non-binding guidance and ad hoc opinions to ensure the implementation of the obligations in a harmonized manner;\textsuperscript{95}
o Market investigations and future reviews of the regulation.

Reference can be made to positive experiences with similar advisory bodies to the EC that are currently in place. In its own experience as such a body in the electronic communications field, BEREC has developed detailed procedures and functions in an overall bottom-up manner, which builds on the experience of national experts working collaboratively in working groups.

For about twelve years, BEREC has been providing the EC with consolidated technical input, based on the collective experience of the independent regulators of the electronic communications sector and which, with some refinement, works smoothly to inform the EC’s decision-making related to promoting competition in the internal market, compatible with national specificities.

A statutory membership in the Advisory Board by NIAs would ensure the rootedness of the Board’s action based on sound experience, which would foster consistent decision-making by pooling the relevant expertise to provide input to the EC’s final decisions. This is, by the way, the logic inspiring also the draft regulation on a Digital Services Act, whose institutional governance builds on independent sector-specific Regulators, both at national level and within the European cooperation body (the “Digital Service Board”).

At the same time, as digital tasks might be assigned to different NIAs in each Member State, all relevant inputs would be taken account of within the Advisory Board. To this end, a mechanism might be envisaged, whereby independent authorities with digital competences may all be involved in the Advisory Board’s meetings \textit{ratione materiae}.

Furthermore, the final Advisory Board’s deliberations shall stem from proposals elaborated by working groups made up of national experts from all involved independent authorities, thus allowing a cross-sectoral composition and expertise (e.g., experts from telecom regulators, from data protection authorities, from media content regulators…).

As for its juridical form, BEREC suggests drawing inspiration from its own layout, which preserves operational flexibility and effectiveness, resulting from its nature as a Body without legal personality of EU law, supported by an EU Agency in the performance of its advisory tasks.

BEREC welcomes the initial proposal by the Rapporteur of the European Parliament’s Committee on the Internal Market and Consumer Protection’s (IMCO) that broadly goes in the same direction, addressing the set-up of a “European High-Level Group of Digital Regulators in the form of an Expert Group, consisting of the representatives of competent authorities of all the Member States, the Commission, relevant EU bodies and other representatives of competent authorities in specific sectors including data protection and electronic

\textsuperscript{95} Related to technical specifications by the Advisory Board following the example of the EECC and the Open Internet Regulation that tasks BEREC in delivering guidelines on e.g. quality of service parameters (Article 104 of the EECC).
BEREC particularly welcomes the proposal that the High-Level Group would be composed of the Heads of the relevant competent authorities and supported by “expert working groups building cross-regulator specialist teams that provide the Commission with high level of expertise”.

BEREC would be committed to develop further ideas and concrete proposals in terms of institutional and operational layout, to contribute to shaping such cross-sectoral cooperation in an efficient and independent way.

10. CONCLUSIONS

BEREC strongly supports the EC’s ambition to create contestable and fair markets in the digital sector for the benefit of European citizens and businesses. To reach this objective, BEREC puts forward in this report a number of key proposals for a swifter, more effective and more future-proof regulatory intervention towards digital gatekeepers.

As for the scope of the DMA regulation, BEREC highlights that NI-ICS are already regulated under the EECC. In order to ensure regulatory certainty and a consistent application of the two complementary regulatory frameworks, BEREC believes that a structured collaboration between the EC and regulatory authorities applying the EECC regarding the application of regulatory measures under the DMA on NI-ICS should be set up. BEREC’s position is presented in further details in the report on the interplay between the EECC and the DMA concerning NI-ICS in June 2021.

As for the designation of gatekeepers, BEREC supports the application of a quantitative and a qualitative identification procedure of the proposal and endorses a formal, and quick, decision on gatekeeper status. To address negative effects on national markets, BEREC recommends that the DMA does not restrict the possibility to regulate platforms having a gatekeeping role but which are potentially only active in one Member State. Concerning the ecosystem nature of many of the gatekeepers, BEREC thinks that this is an important aspect to consider when designating gatekeepers (as a non-cumulative criterion) and designing the corresponding regulatory measures.

As for the regulatory intervention, BEREC identifies unfair practices in which gatekeepers have the ability and may have the incentive to engage. In order to reach the EC’s objective of creating fair and contestable digital markets, BEREC believes that the regulatory measures in the DMA should be reinforced, extended or added to both rebalance the relationships of the gatekeeper with its business users and end-users, as well as to take measures lowering barriers for competitors to enter a CPS and/or expand over several CPSs. Thus, BEREC believes that the DMA proposal could be complemented with i) the integration of regulatory measures creating conditions for potential competitors to arise (i.e. enhancing inter-platform

---


97 “BEREC Report on the interplay between the EECC and the EC’s proposal for a Digital Markets Act concerning number-independent interpersonal communication services”
competition), ii) the inclusion of additional measures supporting intra-platform competition, as well as iii) provisions addressing end-users-related concerns.

As for the regulatory measures, BEREC welcomes the principle of directly-applicable obligations to address certain issues, but believes that the scope of the application of such obligations should be further clarified and proposes to detail i) obligations which should directly apply to all gatekeepers across all CPSs, without any adaptation and ii) directly-applicable obligations applying to all gatekeeper(s) in a particular CPS.

Since digital environments evolve quickly and new concerns are likely to arise at the same pace, BEREC believes that it is key to ensure that the DMA is more future-proof. Thus, BEREC proposes to complement the current DMA framework of obligations with additional powers to impose remedies which would be designed and tailored to address the identified concerns in an effective and proportionate manner. Such remedies would be defined in the law based on clear ex ante principles to be achieved in the scope of the regulatory objectives, similarly to the ECS ex ante asymmetric regulatory framework implemented in the EECC. BEREC believes that this approach complementing the current DMA obligations is particularly valuable to swiftly intervene i) when there is a risk that harmful behaviours are not (effectively) addressed by the obligations in Articles 5 and 6 of the DMA proposal and ii) for more technical remedies – such as horizontal interoperability and access to key inputs/assets – which require proportionality considerations and where their effectiveness is highly dependent on the correct design of the intervention. Such an approach would allow the EC as the DMA enforcer to address unforeseen practices, newly emerging issues and, more generally, issues which may not be effectively addressed by the current obligations.

Moreover, BEREC believes that the regulatory measures on digital platforms should also ensure that digital environments remain open and develop as an engine of innovation, and that users’ ability to access and/or provide content and applications is not unduly hampered on the application layers where digital platforms operate. Along with effective regulatory measures, BEREC is of the opinion that for the regulatory intervention to reach its objectives, a solid enforcement model will be key.

As a first step, BEREC believes that a constant regulatory dialogue with all kinds of relevant stakeholders is needed to develop hands-on experience and knowledge. Next to the concerned gatekeepers, other stakeholders will have to be involved in the regulatory dialogue. This will be essential to reach optimal effectiveness of the DMA, to monitor compliance with regulatory measures, to assess whether action from the EC as the DMA enforcer is needed and to detect the emergence of new situations that may trigger a market investigation.

This can be achieved by setting up dedicated fora and committees and organising public consultations, as well as by creating a national information and complaint desk in each Member State. This would help in lowering the barriers for business users and end-users to find information about the regulation and to file complaints. Furthermore, BEREC is of the opinion that, a dispute resolution mechanism is needed to support the effective enforcement of the DMA provisions.

Finally, while agreeing that the regulatory intervention should be at the EU level, BEREC identifies a series of tasks where support from National Independent Authorities (NIAs) can be very valuable. In particular, NIAs could be responsible for, among other issues, gathering
information and data about national business users and end-users, monitoring markets and competition dynamics, check compliance with the regulatory measures, provide dispute resolution mechanisms for many cases or support in market investigations. This would on the one hand allow for an efficient use of skills which are already existing, and on the other hand would reduce the regulatory burden for the EC given the high number of actors affected by the regulatory measures including business users and competing platforms. Thus, BEREC believes that along with the DMAC, an Advisory Board of NIAs should be set up to provide complementary, specialised and independent expertise to the EC as the DMA enforcer. BEREC’s model which relies on specialised working groups composed of technical and independent experts can be a valuable source of inspiration to configure this Advisory Board.

11. FUTURE WORK

BEREC will continue working on the different issues regarding on the regulation of digital markets, starting from the topics already identified on this report.

As part of the plan for 2021, BEREC is engaging with the European Parliament, the Council of the European Union and the European Commission on relevant aspects of the proposal, and especially on the issues where BEREC experience can be used to improve effectiveness and operability of the DMA. BEREC has further developed the dialogue with other regulatory networks such as ERGA, the EDPB, the ERGP and will also engage with other organisations as the ECN to exchange views and take them into account. Moreover, considering the far-reaching impact of digital gatekeepers’ services on businesses, consumers and society in general, BEREC believes that further engagement should also be built with consumers’ associations, as well as civil society and citizens.

As addressed in Chapter 4, encouraging market entry and in general, inter-platform competition, is a key objective in the medium and long term, that can help to ensure that many concerns for both sides of the market (business users and end-users) are correctly addressed. For this reason, BEREC considers that, as highlighted in the workshop organised by BEREC on this topic, it is worth to take a closer look at this aspect of the DMA.

Similarly, and as addressed in previous chapters, enforcement is also key and, apart from organising workshops on this issue, BEREC has published additional proposals and will continue to do so in subject pertaining to enforcement, articulating the regulatory dialogue needed with all actors, as well as potential contributions from the national level to better design remedies, collect information and optimise the addressing of conflicts and disputes that in a natural way will arise when enforcing the regulation.

BEREC will also further contribute on issues related to ecosystem effects, including bundling and tying of services, considering their great relevance in the context of digital services and the organisation of the main gatekeepers into digital ecosystems covering several CPSs, as well as other relevant services.

Finally, as expressed in Chapter 3, BEREC has started to work on an analysis of the complete Internet ecosystem. This ambitious work, although not strictly focused on digital platforms, that are also part of the Internet ecosystem, will allow to get a comprehensive and integral view on the different core platform services, including cloud services and other services and key part...
of the Internet ecosystem as web browsers or voice assistants, that are in many cases part of
digital ecosystems.

This will be a continuous work that will be articulated, depending on the topics and the timing
in separate pieces of work (reports, short papers, workshops) and/or as part of the review of
this report.

BEREC also welcomes any additional input from stakeholders further than the very welcomed
responses to the public consultation on this report on aspects not already considered and
where BEREC could provide valuable input based on its experience.
ANNEX I: TAILORING REMEDIES FOR AN EFFECTIVE ENFORCEMENT AND REGULATORY DIALOGUE

BEREC proposal on remedies-tailoring and structured participation processes for stakeholders in the context of the Digital Markets Act

While the DMA proposal sets a different framework of regulation and relations between all parties, some experience from the telecommunications markets regulation perspective can be applied to enrich discussions relating to the DMA adoption. BEREC would like to highlight and share these remarks below.

The DMA is proposing a list of obligations aiming at ensuring fair and contestable markets. Directly-applicable obligations provided apply to every Core Platform Service (CPS) and are intended to make swift regulatory action possible. However, this approach has shortcomings both procedure-wise and content-wise (see below for details). Thus, BEREC believes that, in addition to directly-applicable obligations, ex ante principles and a set of remedies (“toolbox”) could be included in the DMA proposal, and give the European Commission (EC) as the EU competent body the possibility to tailor them to reach the objective of the regulation. Moreover, BEREC also considers that, irrespective of its proposal on remedies tailoring other interested third parties, such as business users or alternative platforms, should be properly involved in the process to ensure transparency and fairness. This paper presents the rationale for this proposal and enforcement options, building on previous BEREC documents.

Why there is a need for remedies-tailoring

Directly-applicable obligations are static and thus may not be future-proof, whereas regulation should be forward-looking, in particular in rapidly evolving markets. The possibility to update the obligations as designed in the DMA proposal is too lengthy to be able to keep pace with these developments whereas the principles-based approach followed in the electronic communication sector allows the analysis, adoption and full implementation of the measures to appropriately reach the objectives faster (as shown below). Moreover, according to Article 10 of the DMA proposal, the update of the obligations is restricted to “new obligations addressing practices that limit the contestability of CPSs or are unfair in the same way as the practices addressed by the obligations laid down in Articles 5 and 6” of the DMA. This would

---


99 Identified pursuant to Article 3(7) of the DMA proposal.


101 According to Article 17 of the DMA, the procedure requires a market investigation that could last up to 24 months, followed by the formal procedure for the adoption of delegated act. Once the practice is incorporated in the DMA, although the draft DMA is not explicit about it, the gatekeeper may many times require some additional time to comply with the new obligation (e.g. 6 months as in art 3(8) DMA). Finally, ensuring compliance following art 7 DMA may imply 3 to 6 additional months.
mean that the list of obligations in the DMA would already need to cover all potentially detrimental practices, without the possibility for the EC to actually address new ones by means of an update. Thus, the DMA constrains the possibility to address unforeseen practices of the previously defined types, newly emerging issues and, more generally, issues which may not be effectively addressed by the directly-applicable obligations.

Also, DMA obligations are defined in broad terms to be directly applicable to different CPSs and gatekeepers. In order to be effective and proportionate, (some) remedies (e.g. interoperability) need to be appropriately tailored, according to the specificities and technicalities of the undertaking or the services in question. Tailored remedies may in the longer term be more efficient and quicker to solve identified issues as they provide the necessary flexibility to adapt the regulatory measures to a specific gatekeeper, service or market situation. Additionally, they leave little room for interpretation and ease enforcement, adding predictability.

For all these reasons BEREC recommends a **complementary approach** of the directly-applicable obligations which are currently set out in the DMA proposal and **additional** tailored remedies which would ensure effectiveness and avoid any gap in the implementation of the DMA.

Secondly, it is crucial to provide transparency and allow the structured participation of all relevant parties providing their views, not only the regulated entities. This increases the acceptance of regulation, helps to ensure that the implementation of the obligations serves to achieve the objectives that it aimed for, and thus also contributes to a more effective implementation.

**How remedies-tailoring could be done**

BEREC generally supports the directly applicable obligations set out in the DMA proposal. As certain directly-applicable obligations may be relevant for only some CPSs, BEREC would suggest that the DMA includes a list setting out the obligations relevant for each CPS to enhance legal certainty.

Moreover, and as outlined above, BEREC suggests to **complement** this approach with:

a) a set of ex-ante general principles,

b) a set of general remedies (“toolbox”) that can be tailored using the ex-ante principles.

For both suggestions BEREC draws on the example in the context of the regulation of the electronic communication services and networks of the imposition of remedies on so-called SMP operators (significant market power). SMP regulation is asymmetric and similar to the DMA proposal focusing on a limited number of providers fulfilling certain characteristics as provided for in the European Electronic Communications Code (EECC).

As a reference, Article 68 of the EECC sets out the ex-ante principles for tailoring remedies, namely:

- proportionate;
- justified in the light of the objectives (as laid down in Article 3 of the EECC);
- based on the nature of the problem identified in the market analysis;
- imposed following consultation acc. to Articles 23 and 32 of the EECC.
The last bullet point guarantees a transparent procedure with a public consultation of all relevant parties, i.e. involving all types of relevant stakeholders.

The set of general remedies (“toolbox”) is provided for in Articles 69 – 74, 76 – 80 of the EECC, namely the following obligations:

- transparency (usually an obligation to publish a reference offer);
- non-discrimination and accounting-separation;
- access to civil engineering and access to, and use of, specific network elements and associated facilities;
- price control and cost accounting obligations;
- regulatory treatment of very high capacity network elements (and commitment procedure);
- functional separation and voluntary separation;
- for wholesale-only undertakings.

By applying the principles laid down in Articles 68 of the EECC, national regulatory authorities (NRAs) impose the general remedies of the toolbox on SMP operators and tailor them appropriately to the specific needs of the relevant market situation to address the problem identified in the market analysis. This approach to remedies-tailoring balances flexibility (necessary to adapt to a particular market situation) and certainty (all relevant parties are involved in the process and it is known which principles the NRAs use when choosing the most appropriate (combination of) remedies from the toolbox). Furthermore, the procedure is clearly set out in the law and guarantees a fair representation of all views.

Besides the SMP regulation, NRAs also have the power to impose ex-ante regulatory measures such as interconnection and interoperability on all operators according to Articles 61 of the EECC to ensure end-to-end connectivity. Again, the procedure is set out clearly and allows for the participation of all relevant parties when designing the obligations, leaving the final decision-making solely in the hands of the NRA.

**Remedies-tailoring in the context of the DMA**

As regards specification and updating of certain obligations, BEREC’s opinion is that there is a need for *ex ante principles* to be used to *tailor general remedies* such as access, interoperability and detailed non-discrimination. The general remedies and objectives should be sufficiently clear to give legal certainty and would still leave more room for the EU regulator to better adapt to evolving practices. Tailored remedies adopted through this mechanism would, very importantly, give the possibility to efficiently and proportionately solve specific and actual problems that may need detailed intervention, tailored to each gatekeeper.

One might argue that directly applicable obligations all across the board might be a faster tool. This point should be put into the right perspective. The benefits of the regulatory intervention are not only a matter of applying measures fast, but essentially about making sure that they are *quickly effective* and reaching the given objectives.

Directly-applicable obligations may initially be *applied* faster, since there would be no interactions with the stakeholders and no further analysis on how to tailor them to ensure effectiveness and proportionality. However, the enforcement discussions with the gatekeeper would be lengthy and not transparent vis-à-vis the stakeholders, *e.g.* gatekeeper, competitors and business users. Also, for certain measures, information gathering and structured input
from stakeholders (via public consultation and other types of regulatory dialogue), which would benefit from the obligations placed on the gatekeeper, on the initial specification of these obligations is key to ensure future effectiveness. Thus, direct obligations may be applied fast, but there is a significant risk to be ineffective, and need a further intervention which would finally take longer.

In comparison, tailored remedies adapted to the specific situation from the outset may enter into force later than directly-applicable obligations, but would be more effective, since they would allow for testing the proposed solutions with all stakeholders concerned in a well-designed formal consultation process, thereby providing transparency and the participation of all relevant parties. This would be supported with a target data collection and continuous market monitoring, further contributing to the reduction of information asymmetries. In order to reach the objectives of the DMA, the enforcement of a tailored remedy would be quicker because their effectiveness would be tested upfront. Moreover, the details of a tailored remedy would be transparent not only to the gatekeeper but also to stakeholders, and would allow for checking compliance in a more objective way, as it would be more specific and clear than a short general obligation allowing for different interpretations in many cases.

To illustrate how a problem of access for app providers to an app store could be remedied, the following remedies might be applied: access to sell on the app store (access to platform), fair terms, clear and transparent terms (including a reference offer, if needed) and non-discrimination. The tailored remedies, stemming from general remedies in legislation, would be consulted with all stakeholders concerned and amended if relevant. This proposal is inspired by how NRAs combine tailored remedies in SMP regulation in order to achieve healthy and functioning markets with regulatory certainty, investment incentives and innovation.

In this line, one key in which DMA regulation could benefit most from the experience of NRAs and BEREC is transparency: i) transparency of the process of developing regulation and ii) transparency as a remedy itself (Articles 69 of the EECC and above). The first is achieved with formal public consultations of draft decisions, letting all interested parties share their views and the latter is the concept of a reference offer as a tool which forms some basic clear rules and requirements of contracts, that can be checked for compliance in an objective way. For details regarding the elements of a reference offer we refer to the BEREC Guidelines on the minimum criteria for a reference offer[^102]. These Guidelines provide NRAs with further principles on how to tailor the remedy of transparency.

Given the advantages of tailoring remedies BEREC proposes to introduce a new article in the DMA on “Tailoring remedies”. This article would give the EC the power to carry out a market investigation with the purpose of assessing whether the obligations as applied according to Articles 5 and 6 are insufficient to reach the objective of ensuring contestable and fair digital markets. In this case, the EC would have the power to tailor and impose additional remedies, whether behavioural or, when appropriate, structural, which would be applied following the principle of proportionality. This provision aims to ensure that the Regulation remains future-proof by giving the EC, from the outset, the power to carry out an assessment and adjust its

regulatory intervention to address practices, which cannot be currently foreseen but which may have significant negative impact on the digital environment where gatekeepers are active.

Besides the more “structural” tailoring of remedies, directly-applicable obligations may also need technical specifications to be effective, e.g. data portability. Like the experience of number portability shows, it is key to gather information from all relevant parties when applying such a regulatory measure. These specifications may be interpreted differently by providers with conflicting interests, or they may not be correctly implemented by the gatekeeper (this may translate e.g. in an end-user not being able to migrate its data from the gatekeeper’s service to a competitor’s service). In order to minimise the negative effects that these situations would create on competition dynamics and innovation, and to ensure the effectiveness of the regulatory measures, BEREC proposes to set up a dispute resolution mechanism.

Support by National Independent Authorities (NIAs) for remedies-tailoring

The EC should be in charge of tailoring of remedies. Tailoring requires not only extensive assessment of competition problems, but also knowledge on the economic, technical and legal impacts of remedies on contestability and fairness. This analysis needs systematic and continuous data collection and monitoring. This is essential in regulated markets, where by means of objective, structured and easily-comparable data, the effects and effectiveness of an intervention can be measured and adapted when necessary. For the resource-consuming work of data gathering and market monitoring, BEREC proposes that national independent authorities should assist the EC, providing national data that can be especially useful for business users based in individual Member States.103 In BEREC’s view, such assistance to the EC shall be provided in the context of an Advisory Board, where NIAs shall cooperate among them on digital matters for the sake of consistency (see BEREC paper BoR (21) 93 as concerns the tasks and composition of such Board).

Another possible way to support the EC in carrying out these tasks can be issuing non-binding guidelines related to technical specifications by the Advisory Board following the example of the EECC and the Open Internet Regulation that tasks BEREC in delivering guidelines on e.g. quality of service parameters (Article 104 of the EECC).

Finally, with regard to the dispute resolution mechanism, BEREC experience applying ex ante regulation for electronic communication services shows that conflicts usually arise on the practical implementation of obligations, and dispute resolution mechanisms allow for quick and effective application of the regulation avoiding lengthy judicial procedures, which is critical in many cases. The DMA proposal would also benefit from implementing such mechanism that would ensure its effective enforcement. Such a mechanism can be supported by the experience of NIAs that could act as initial contact point for national players and/or end-users, directly solving part of them, and applying harmonisation procedures via the Advisory Board and the EC supervision, thus also alleviating the burden for the EC on ensuring that the obligations are correctly applied.

Due process

103 Platforms that fall within the scope of the DMA can be active on a different level in different Member States. Gathering data on a national level would therefore be insightful.
Independent of the tailoring of remedies, the EC could apply public consultation mechanisms as required by the electronic communications framework by NRAs as described above. Especially when adopting a decision pursuant to Articles 3, 7, 8, 9, 15, 16, and 17 of the DMA proposal this could be introduced. These formal procedures foster transparency, efficiency, and participation letting all kinds of stakeholders express their views and inform the EC about potential problems and so improve final decisions.

Additionally, instead of an implementing act, Article 36 in the DMA proposal could foresee Guidelines on a set of principles or elements that all agreements between gatekeepers and business users should contain. This is similar to the BEREC Guidelines on minimum criteria for a reference offer (see above) that is used in the regulatory framework for electronic communications. Introducing such a tool in the DMA framework should help to implement obligations of Articles 5 and 6 of the DMA proposal in a more effective manner.

**Value of the experience from NRAs and BEREC**

NRAs have a long experience of tailoring effective and proportionate remedies as well as consulting with stakeholders, keeping electronic communication markets competitive and contestable. NRAs are familiar with such technical and data-driven regulation and BEREC considers that this experience is particularly relevant in digital markets. With respect to this matter, we refer to the experience of BEREC, for example, in the ongoing work on data collection from OTT players (i.e. formulating guidelines on harmonized indicators for data collection at national level from such players, mainly NI-ICS and video-streaming services) or the international roaming benchmark data reports. BEREC already fosters the European harmonisation of the interpretation, design and enforcement and monitoring of regulation and therefore remedies e.g. by (1) developing and disseminating among NRAs regulatory best practices, such as common approaches, methodologies or guidelines, (2) providing assistance to NRAs on regulatory issues (3) delivering opinions on the draft decisions, recommendations and guidelines of the Commission (4) issuing reports and providing advice and opinions to the European Parliament and the Council.

---

104 On top of their monitoring activities, NRAs can rely on the collection (also via crowdsourcing), storage, processing, usage and publication of data to support their supervisory, analysis and detection activities and making stakeholders more accountable. Moreover, making valuable data available means empowering users and citizens to make well-informed choices and steer the market into the right direction.


ANNEX II: DISPUTE RESOLUTION IN THE CONTEXT OF ELECTRONIC COMMUNICATION SERVICES REGULATION

A timely and effective enforcement of regulatory measures: the benefits of dispute resolution mechanisms (DRM) in the ECS sector

As detailed in chapter 8, overall, the DMA proposal could benefit from the introduction of a dispute resolution mechanism (DRM), compatible with other existing mediation mechanisms (e.g., those in Regulation 2019/1150). This could indeed allow competitors, business and end-users of the gatekeeper to file their complaints at competent regulatory authorities and, ultimately, enable a better enforcement of regulation.

Indeed, experience in the ECS regulation shows that significant benefits can be produced by giving market players the possibility to access DRMs. This annex illustrate the model applied in the context of electronic communication services and experience and experience by NRAs applying the relevant provisions in the EECC regarding DRM.

Dispute resolution: a long-proven mechanism

Ex ante regulatory measures in the ECS markets are implemented through the adoption of highly technical regulatory remedies. Some measures are only applied to selected dominant companies aimed at ensuring access to non-replicable or essential assets for new entrants. Other measures are applicable to all market players, irrespectively of their size and position in the market, mostly aimed at enabling end-users to be properly connected through different networks.

All remedies in the ECS regulatory framework have as a key objective the development of competition among providers, through the adoption of specific, highly-detailed measures setting prices for access or appropriate technical and economic conditions for interconnection, number portability or switching providers activities. Sometimes it implies drafting extensive regulatory documents (e.g., reference offers) detailing economic and technical conditions in order to increase transparency and the effectiveness of the obligations. However, given that such measures are very complex and can be interpreted differently by operators with conflicting interests, the ECS ex ante regulatory framework has provided National Regulatory Authorities (NRAs) with the possibility to apply a dispute resolution mechanism. This is a very different regulatory instrument than interim measures considered in ex post competition law, as it is structured in a different way as described below.

Since 2002, Article 20 of the EU Framework Directive, enables ECS providers to request NRAs to issue a binding decision aimed at resolving a dispute with another ECS provider in a short timeframe (in general, a maximum of four months). Moreover, such binding decisions can be issued in relation to all measures that could possibly be imposed according to the Directives concerning ECS markets. The main principles governing the implementation of dispute resolution mechanisms are swiftness (e.g. if there are mediation proceedings that can solve
the dispute in a shorter time, the NRA can decline a request for dispute resolution, transparency (e.g. the binding decision should be adequately motivated and made public) and adherence of the final decisions to the general objectives of the EU Regulatory Framework on ECS markets (e.g. ensuring fair competition, promoting investments etc.).

In some cases, such disputes can involve ECS providers from different Member States. For these cases, a special procedure is envisaged. Where the dispute affects trade between Member States, the competent NRAs shall notify the dispute to the supra-national coordination body (BEREC) in order to ensure a consistent resolution of the dispute. More precisely, BEREC shall issue an opinion inviting the concerned NRAs to take specific action in order to resolve the dispute or to refrain from action, in the shortest possible time frame, and in any case, within four months.

A tool to the benefit of competitors, business users as well as end-users

Dispute resolution mechanisms are available for both ECS providers – as described above – and to end-users and business users107. Such disputes can be raised with respect to a variety of important competitive issues both in the wholesale market (as application of wholesale access or different interpretations of reference offers) and in the retail market, ranging from the availability of contractual information, the degree of transparency and comparability of connectivity offers, accessibility of ECS for end-users with disabilities, quality of service, contract termination policies, barriers to switching providers, etc. In conclusion, dispute resolution mechanisms have been proven to be a very useful and effective enforcement tool for the regulation of ECS wholesale and retail markets. NRAs indeed have the possibility to swiftly solve specific problems in these markets that are crucial to safeguard competition (e.g. unblocking switching mechanisms between providers), taking into account business and consumers’ needs. Moreover, for businesses and consumers it is crucial to have the ability to benefit from a quick intervention of a skilled regulator, who has an in-depth knowledge of the market and the necessary powers to act, without having to wait for the adoption of additional general rules and avoiding lengthy judicial interventions.

As detailed in chapters 8 and 9 of the present report, a similar approach, properly adapted to the context of the digital services and under a co-ordinated and harmonised framework ensured by the DMA Advisory Board, could be advantageously used in the DMA enforcement and could maximize its efficiency towards preventing gatekeepers from imposing unfair conditions on competitors, business users, and end-users. For instance, business users (e.g. app developers in the context of 6 (1)f) or competing platforms (e.g. an alternative search engine using 6(1)j) may find that the obligation is not effective and raise a dispute. The regulator can intervene to settle it and impose a solution which would also have a positive impact on other business users or competing platforms. Such a dispute resolution mechanism could benefit by the experience of NIAs, which in addition of having an active role in resolving disputes, would thus also alleviate the burden for the EC on ensuring that the obligations are correctly applied.

107 This would for example be the case of business users using premium rate phone numbers.
ANNEX III: BRIEF ON EX ANTE REGULATION

Brief on ex ante regulation and its application to the telecom sector

There is now a consensus about the need for an ex ante regulatory framework for digital gatekeepers in the EU, but the discussion about what this potential framework should look like is still open. While different models are possible, the successful experience in the telecom sector represents a sound and valuable basis which can provide useful insights and concrete experience to build on.

Indeed, over two decades, the telecom framework has opened monopolistic markets to new market players and constantly ensures that competition dynamics are effective and sustainable, and that efficient investments are made. Moreover, it combines several objectives: creating the conditions for sustainable and effective competition, promoting connectivity, strengthening the internal market, fostering efficient investments, ensuring that the internet remains open, protecting end-users’ rights, and empowering consumers and citizens. Overall, by fostering competition, innovation and openness, this regime has allowed electronic communications providers to become the backbone of the EU digital ecosystem.

Ex ante regulatory framework: Goals and principles

Ex ante regulatory framework has a preventive objective: interventions are implemented when specific economic and market characteristics require so, with the aim of promoting competition towards an open and competitive market. This is justified for instance in markets tending to be highly concentrated, or when private actors can exert a significant market power or enjoy an exclusive control over a gateway. Ex ante regulation is thus implemented before and independently of an actual abusive behaviour with the aim to minimise the market players’ incentive and ability to engage in such practices given their potentially irreversible effects on competition, innovation and users’ freedom of choice.

While it comprises several legislative texts and regulations, an ex ante regulatory framework cannot be reduced to a set of measures and regulations applied a priori. Indeed, in order to effectively address the structural issues mentioned here-above, the National Regulatory Authority (NRA) does not simply apply and enforce a legislative regime but is given the mandate, tools and resources to reach a variety of different objectives. The NRA selects and fine-tunes the regulatory obligations it will impose in order to reach and reconcile these

---

108 E.g. Interim measures as enforced in ex post competition law
109 E.g. Platform-to-Business Regulation
110 E.g. Access, transparency, non-discrimination, price control or accounting separation. This is particularly true when in a market analysis a player is found to have significant market power (SMP) on a relevant market susceptible to ex ante regulation.
objectives in a coherent and effective way. Moreover, by permanently gathering relevant information about the market and nourishing a dialogue with the stakeholders and civil society, the NRA can reduce information asymmetries making its intervention fit for purpose for the benefits of businesses, consumers and society at large.

Any regulatory intervention must also be proportionate. In order to create the conditions for the market to thrive and to strengthen the incentives to innovate, an NRA only intervenes where it is strictly necessary, and follows a clear and predictable timing and rationale. Still, while predictable, the regulatory action can also be adjusted when market conditions require so (e.g. regulation is progressively lifted following the development of competition dynamics), under predefined rules and procedures.

Ensuring that markets remain open, fair and competitive for the benefits of consumers and citizens is one of the main objectives of NRAs. Thus, within the ex ante framework, the regulator has the possibility to solve issues ex officio or after a request from a market player. Indeed, in case of grievances by any players in the market, dispute resolution mechanisms are available to easily seize the NRA who is bound to find a settlement within a very short timeframe (in general, four-six months).

Moreover, while markets and market players can be national in scope, a consistent application of the regulatory framework at the European level is key. Thus, in the telecom sector, national market analyses, legal applications, regulatory decisions and interventions are harmonised within a strong European network of coordination and cooperation (BEREC) and supervised by the European Commission (EC). BEREC is able to advice at all levels of the design (e.g., through opinions on review of the legislative framework), development (e.g., through guidelines) and implementation (e.g. through best practices) of the regulatory regime in Europe to foster the consolidation of the internal market.

Finally, in order to ensure that NRAs act within the perimeter determined by their legal framework, NRAs’ processes and decisions are obviously subject to democratic control (e.g., by national parliaments) and to review by national courts, the EC (regarding market analysis) and the EU judicial system.

**Ex ante regulation in practice: The telecom sector**

In the telecom sector, the regulatory regime consists of, among other regulatory measures, the European Electronic Communications Code (EECC), the Open Internet Regulation, and

---
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the Roaming Regulation. Such legislations are applied within the same legal framework, establish overarching objectives and provide the NRA with concrete means and tools to reach them in a predictable, consistent and effective manner.

All relevant characteristics of this regulatory framework are presented here below and have inspired BEREC’s proposal for a swift, effective and future-proof intervention towards digital gatekeepers.

**Strictly necessary and with a clear rationale** – In the telecom sector, asymmetric remedies are only implemented on the market player(s) with significant market power and when effective and sustainable competition would not spontaneously emerge. Such markets are defined according to three cumulative criteria: (i) the presence of high permanent and non-transitory entry barriers, (ii) the lack of tendency towards effective competition within a relevant time horizon and (iii) the fact that competition law alone would not adequately address the identified market failures. If all these criteria are fulfilled, the market is presumed to need continuous regulatory intervention until competition becomes effective and sustainable. Moreover, beyond creating/fostering competition, telecom NRAs are also responsible for ensuring that the internet access remains open. The Open Internet Regulation clearly defines the scope and means for NRAs to guarantee the continued functioning of the internet ecosystem as an engine of innovation, and to safeguard the ability of end-users to access and distribute information or run applications and services of their choice on the internet.

**Predictable** – In the telecom sector, the analysis and review of competition dynamics is submitted to a process which is known by all stakeholders and which is revised at least every five years to ensure that market dynamics and evolutions are taken into account. Market reviews are subject to public consultations, are discussed with National Competition Agencies, reviewed by the European Commission and, in some cases, reviewed by other European NRAs to support the EC’s investigations, in order to guarantee a sound analysis.

**Proportionate** – All obligations imposed by NRAs follow the principle of proportionality, are implemented with the specific aim of reaching the defined objective, and the least intrusive remedy is applied. The remedies are designed to target either one, few, or all market players in the market according to the concern(s) to tackle. For instance, an asymmetric intervention targets only one or very few operators in order to create a level-playing field, address specific competition concerns and thus reach, the different objectives mentioned above.

---


116 They can be revised earlier if the market changed significantly
(effective competition, efficient investment, developing the internal market for the benefit of European citizens). It allows for ambitious intervention while avoiding over-regulation. On the other hand, a **symmetric intervention targets all operators** if it is needed to tackle the issues at stake (e.g. the control over internet access by each provider as addressed by the Open Internet Regulation or interconnection remedies).

**Principle-based rules and tailored remedies** – All regulatory interventions are framed in the law (i.e., in EECC) and include obligations such as transparency, non-discrimination, accounting separation, compulsory access or price control. Other types of remedies can be added where appropriate. While self-executing rules are often too rigid and thus ineffective, **principle-based rules and tailored remedies can be designed to tackle the identified issue and adapted and adjusted to the characteristics of a specific market or market player**. This case-by-case assessment and enforcement is key to ensure that the intervention is proportionate, and effective.

**Constant and active monitoring** – NRAs do not only define, apply and enforce rules, but have the ability to monitor them all along and in real time. To monitor markets in an effective way, NRAs are empowered to systematically and periodically collect information from market players (e.g. prices, coverage, quality of services, financial information, etc.). Data collection can be done on a quarterly or annual basis and can in some cases be made publicly available. Through this dedicated data collection powers, NRAs design and monitor the enforcement and fine-tune highly-technical remedies in an effective and efficient way.

**Data-driven** – Regulators can rely on the collection (also via crowdsourcing), storage, processing, usage and publication of data to support their supervisory, analysis and detection activities and making stakeholders more accountable. Moreover, making valuable data available means empowering users and citizens to make well-informed choices and steer the market into the right direction.

**Participatory** – NRAs nourish a continuous and repeated dialogue with all actors of the sector (incumbent operators, alternative operators, consumers associations, local authorities, civil society, and so on). In highly-technical markets, reducing information asymmetry is key to build the necessary know-how for an appropriate and effective intervention.

**Expertise** – The regulators’ decisions are based on the expertise and resources that support their day-to-day activities: engineers, lawyers, economists, developers, data scientists that cooperate operationally. Only dedicated skills, knowledge and resources can ensure the swift intervention needed in this context.

**Swift intervention** – NRAs offer a dispute resolution mechanism to solve grievances among operators. Operators can easily take the case to the NRA on a specific issue (e.g. denial of access to a specific product), and the NRA is bound to intervene in a tight timeframe (i.e. four-six months) to avoid letting potential negative effects on competition materialize. In this framework, relevant information and data can be collected by the NRA and they greatly contribute to reinforce its knowledge of the market.

**Sanctions** – The ability of NRAs to impose penalties in case of infringement is a key element of its toolkit. Beyond condemning wrongdoings, sanctioning procedures also play an important role for setting examples, providing deterrent effects and reputational incentives.
A strong and harmonised implementation across the EU – The telecom ex ante regulation takes place within a harmonised European framework. Since 2002, BEREC, with its strong institutional statute, and following a long-term historical cooperation, brings together all European telecom NRAs, as well as the European Commission. Thanks to continuous interactions among national NRAs, BEREC allows for an effective and consistent application of the telecom regulatory framework throughout Europe. BEREC contributes to all levels of the design, development and implementation of the regulatory regime in Europe. Among other tasks (some of them being mandatory and fixed by the EU regulatory framework), BEREC:

- issues guidelines and common positions on several topics such as the application of the European framework by NRAs,
- issues opinions on internal market procedures for national measures. The Commission regularly requests BEREC to produce an opinion regarding the market analysis to nourish and inform its investigations. This procedure can lead to vetoing national decisions,
- delivers opinions on a variety of EU legal acts,
- publishes reports on technical matters,
- provides an active network to share best practices,
- assists EU institutions in its field of expertise,
- sets up and keeps registers, lists or databases.

In accordance with the BEREC regulation, a work programme is established every year, after consulting the European Parliament, the Council and the Commission on their priorities, as well as other interested parties. Work-flows and topics are treated by specific and dedicated working groups where experts from all European NRAs discuss, define and produce concrete deliverables. These working groups cover all topics which are of relevance in the telecom sector and where highly-technical knowledge is needed. These include for instance the working groups on the regulatory framework, market and economic analysis, the open internet, statistics and indicators, fixed and wireless network evolution, remedies, planning and future trends, as well as sustainability. Eight official annual meetings are organised for these experts' WGs to regularly present the collective work to be voted and adopted by the NRAs' chairs.

---

117 BEREC was established in 2010 by the Regulation (EC) No 1211/2009 which was part of the Telecom Reform package. It replaced the European Regulators Group for electronic communications networks and services which was established as an advisory group to the Commission in 2002. BEREC’s functioning and missions were further reinforced by Regulation (EU) 2018/1971 of the European Parliament and of the Council of 11 December 2018.